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Proposed Changes
* * * First Change * * * *
5	6G Management Architecture Principles
Editor’s note: add to the list of principles following “The 6G management system shall:”

X.  Support the data management framework in the management system to support all the domains (e.g., RAN, Core).



* * * 2nd Change * * * *
6.1 New 6G management scenarios
Editor's note 1: This clause will contain new 6G management scenarios and the corresponding requirements.
6.1.y Data Management Framework (DMFW)
6.1.y.1 Management Scenario #1: Data Management Framework in the Management System 
6.1.y.1.1 Description
With the evolution of 6G mobile networks, operators are required to manage a highly distributed and complex network. This environment spans core and radio access networks including those comprising cloud implementations, multiple layers of edge computing, and a wide range of network slices. These domains continually generate large volumes of heterogeneous data with differing semantics, granularity, and temporal characteristics. 
As operators progress toward higher levels of autonomy in network operation, management data becomes increasingly central to supporting intelligent network management capabilities. AI‑assisted network optimization, proactive analysis, and real‑time synchronization with network digital twins rely on timely, accurate, and semantically consistent data. However, existing data collection, storage, and exposure mechanisms are fragmented and insufficient to support the needs of AI‑driven and autonomous network management. There are some differences today in how data is produced and managed and the aim is to provide consistent management of all data used to fulfil 6G use cases for operators. Today’s data management is too use case-specific and does not account for data characteristics, e.g., latency, volume, etc. 
To address these limitations, a Data Management Framework (DMFW) is needed as a key enabler for the intelligent evolution of network management in 6G. The DMFW provides standardized mechanisms across the lifecycle of data for identified 6G use cases and existing networks. 
By ensuring consistent, timely, and high‑quality management data availability, the DMFW enables the transition from reactive monitoring to proactive optimization and supports the realization of advanced levels of autonomy in 6G network management. 


* * * 3rd Change * * * *
7	Management Features
Editor's note: This clause will contain the potential Key Issues related to the 6G management scenarios in clause 6. The Mapping table in Annex A will reflect the relation between the management scenarios and Key Issues. 
7.X Data Management Framework (DMFW)
7.X.1 Key Issue #1: DMFW Capabilities
The DMFW should have the following capabilities:  
· Data lifecycle management
· Data collection: the capability to collect data which includes:
· Existing management data : Performance Measurements (PM), Key Performance Indicators (KPI), Fault , Configuration Management (CM) related data, Trace and MDT data, Quality of Experience (QoE), system logs, external management data, etc.
· New 6G management data: the new data for network and service management. The integration of relevant external management data sources may also be considered. 
· Data reporting:
· Data processing: includes capabilities such as data normalization, validation, quality assessment, aggregation, correlation, data enrichment. 
· Data discovery
· Data registration
· Data delivery
· Data consumption
· Data storage 
· Data repository
· Job management:   the capability to support unified transport protocols (i.e., data request, data subscription and notifications) and data models to ensure consistent management control and data reporting, meeting data delivery QoS (e.g., latency, throughput), avoiding duplicate collection. 
· Access control and data exposure: the capability to enable secure data access, data lineage, and exposure. Additionally, the capability to enable the data consumers to consume the data from multiple instances of DMFW and share data across them.  To supply authorized consumers with validated  data in the required timeline and format. 
Editor’s note: Coordination with SA3 may be needed for data access control and exposure
· Integration with autonomous management services: the capability to support autonomous management services as required in their roles as data producers and/or consumers.

* * * End of Changes * * * *



