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* * * First Change * * * *

4. 


Use Cases

4.1
Closed Control Loop for Network Maintenance

4.1.1
Description

Network maintenance operations (e.g., software upgrades, downgrades, patching of network functions, license renewals, certificate renewals etc.) can significantly affect service continuity, performance, and user experience. Because of this, they need to be planned, validated, executed, and monitored with minimal disruption. CCLs can help in assisting and automating the maintenance operations, in particular when maintenance needs to be performed in complex scenarios with multiple network functions with dependencies among them, in a large-scale network deployment.

This use case describes a scenario in which an MnS consumer requests a CCL for network maintenance, for example, a software upgrade, to achieve automation for network maintenance. The request may include the type of maintenance required ( e.g., software upgrade, software downgrade), target version for maintenance, any constraints for maintenance (e.g., time-window when the maintenance should take place), as well as any policies required for network maintenance the order of NFs for maintenance, whether isolation of NFs is required for network maintenance work, etc.   

The intent-driven MnS producer may be MnS consumer of a Network Maintenance CCL MnS producer if the intent-driven MnS producer handles a Network Maintenance Expectation as specified in 3GPP TS 28.312 [3], clause 6.2.2.1.6. 

A CCL for network maintenance may also use MDA reports in 3GPP TS 28.104 [4], for example, for the maintenance use-cases described in clause 7.2.6, to decide and execute necessary actions for network maintenance. A CCL for network maintenance may also analyse the impact of requested software update, for example, the impact of upgrading an NF software version. CCL for network maintenance delivering software updates may also coordinate with Conflict Management and Coordination Entity as specified in TS 28.567 [2], clause 6.3.6 whether requested network maintenance cause any conflicts to existing operations. Based on the analysis, CCL may execute required actions to deliver software updates or execute a rollback in case software updates negatively impact operations. 

A CCL for network maintenance takes responsibility for a specific scope. In the RAN, the maintenance scope can be for a set of related RAN objects. The scope can be indicated as a list of cells whose nodes (CUs, DUs or radios) are desired to have the same software version. The CCL can be instantiated with a scope indicated a list of cells for which maintenance is required.

The CCL for network maintenance MnS producer reports the result of network maintenance, including the resultant maintenance and any other relevant information. 

4.1.2
Potential requirements

REQ-MaintenanceCCL -1: The 3GPP management system should have the capability to allow MnS consumer to request a closed control loop for network maintenance delivering software updates

REQ-MaintenanceCCL-2: The 3GPP management system should have the capability to allow MnS consumer to get a report from the closed control loop regarding the network maintenance delivering software updates.
REQ-MaintenanceCCL -3: The 3GPP management system should have the capability enabling the MnS consumer to instantiate the closed control loop with the scope for the maintenance indicated as a cell list 

Note: the cell list may for example be cells which are required to have the same software. 

4.1.3
Potential solutions


This solution includes defining a new IOC for Network Maintenance CCL, which can be represented by CCLPurpose <<ProxyClass>> as specified in 3GPP TS 28.567 [2], clause 6.3.12. This IOC includes attributes for the following information:

· The type of network maintenance that Network Maintenance CCL needs to deliver, e.g. software upgrade, software downgrade, software patches etc. 

· Software version which Network Maintenance CCL needs to execute. 

· The time window for the Network Maintenance CCL needs to execute their actions 

· The maintenance order for NFs/NEs that Network Maintenance CCL needs to execute their actions

· Any requirement for isolating or backing up the managed object that Network Maintenance CCL needs to consider before executing their actions

· Relevant thresholds for the Network Maintenance CCL to start delivering network maintenance or to execute a rollback. 

· Information regarding cell(s) for which network maintenance is requested.

This solution also includes defining a new dataType for Network Maintenance CCL result to be supported by CCLReport as specified in 3GPP TS 28.567 [2], clause 6.3.3. This new dataType includes attributes for the following information:

· The time window that the network maintenance took place.

· The delivered software version after network maintenance

· Reporting any rollback

If the Network Maintenance CCL conflicts with other CCLs, this conflict information can be reported by the ConflictManagementAndCoordinationEntity. 

4.2
CCL for network capacity optimization

4.2.1
Description 
Cellular networks have multiple managed objects (existing in RAN, CN and OAM) running together to fulfil the required services. This group of managed objects (MO) need to be monitored to check if the existing capacity of the object is enough for the current or near future demands. Network monitoring mechanisms are used to monitor the network and then manage the available capacity of the network. For example, if the current trends suggest the increase of traffic at a UPF in near future, an additional instance of the UPF is created to cater for the increasing traffic demand. CCL can be used to automate this process and optimize the available capacity of the network.
4.2.2
Potential requirements

REQ-NET-CAP-1: The 3GPP management system should support a capability allowing an authorized MnS Consumer to request for optimization of available network capacity.

4.2.3
Possible solutions

4.2.3.1


Potential Solution 1

This solution proposes to enhance the existing CCL information models defined in 3GPP TS 28.567 [2].

To support a capacity optimization closed control loop, the following can be introduced:

-
An IOC for capacity optimization CCL as a new CCL purpose, say called CapacityOptimizationCCL that inherits from a closed control loop. The CCL is to manage lifecycle of MO (managed object) automatically to optimize the overall network capacity. This requires the definition of CCL metrics pertaining to MO LCM.


- The scope of the IOC may be a managed object instance or a list of managed object instances (e.g. a list of CUs, or DUs ) or cell identifiers


- Attributes related with recommendations for MO LCM.


- Attributes related with reporting of executed LCM operations.

4.3
CCL for Automated status monitoring

4.3.1
Description

This use case describes a scenario in which an MnS consumer may request a CCL for continuous monitoring of the network status and resolution of any detected issues, such as performance outliers. The MnS consumer may request to monitor the status of a complete network or a specific subset of the network.

Based on the request, the MnS producer creates a CCL instance and indicates the scope of the network which should be monitored. The scope may be indicated as a list of references to MOIs (e.g. list of network functions or cells. At regular intervals, the CCL instance collects alarm data and performance data from the network. The CCL instance analyses the collected data for indications of possible faults or possible performance problems.

If the analysis indicates a possible fault or a possible performance problem, the CCL instance may decide on a solution for the issue and execute the solution. The MnS producer may provide a report on issues that have been detected and the actions that were executed to resolve the issues.

4.3.2
Potential requirements

REQ-Monitor-CCL -1: The 3GPP management system should have the capability to allow MnS consumer to instantiate a closed control loop for Automated status monitoring
REQ- Monitor-CCL -2: The 3GPP management system should have the capability to enabling the MnS consumer to instantiate the closed control loop with the scope to be monitored indicated as a list of managed object instances or cell identifiers. 

4.3.3
Potential solutions

This solution proposes to enhance the existing CCL information models defined in 3GPP TS 28.567 [2].

To support a network maintenance closed control loop, it is proposed to:

-
introduce an IOC for status monitoring CCL, say called PerformanceMonitoringCCL. It is a CCL purpose that inherits the capabilities of the closed control loop

-
The performance monitoring CCL is a CCL purpose that inherits the capabilities of a closed control loop IOC

- The scope of the IOC may be a managed object instance or a list of managed object instances (e.g. a list of CUs, or DUs ) or cell identifiers
4.3.4
Evaluation of solutions

4.4
CCL for Multi-domain ES Optimization

4.4.1
Description

TS28.310 [5] and 28.541 [6] have specified capabilities for energy saving management where a distributed or centralized Energy Saving Function (DESF, CESF) decide whether to activate a cell (send a cell into energy saving state) or to deactivate a cell (wake up a cell from an energy saving state). The DESF and CESF are functionalities responsible for cells in individual RAN domains, e.g. specific administrative Ran domains. For multiple domains, e.g. multiple RAN domains, a closed control loop can evaluate and control the ES actions for different elements in different domains, e.g., across several RAN administrative domains. The CCL can for example decide which the times at which ES functionality can be activated in specific geographical areas, reduce CPU frequency in core network functions or implement core sleep modes.

The closed control loop can be composed to include existing capabilities. For example, TS 28.104 [4] has specified MDA reports on supporting analysis and predictions of potential issues and corresponding relevant causes and recommended actions for preventions, and/or prediction of network and/or service demands, energy saving analysis. The MnS consumer can compose MDA capabilities for service demands and energy savings analysis as part of a closed control loop for multi-domain energy saving optimization. It should be possible for the MnS consumer to compose or instantiate the closed control loop for multi-domain energy saving optimization.

4.4.2
Potential requirements

REQ- CCL-ES-1: The management system should enable the MnS consumer to compose or instantiate the energy savings closed control loop for multi-domain energy saving optimization.
4.4.3
Possible solutions

This solution proposes to enhance the existing CCL information models defined in 3GPP TS 28.567 [2].

To support compose or instantiate the energy savings closed control loop for multi-domain energy saving optimization, the following can be introduced:

-
an IOC for multi-domain energy savings optimization CCL purpose (MUDESO CCL). It is a CCL purpose and inherits the capabilities of the closed control loop .

-
an attribute on the MUDESO CCL for a data collection component for energy savings data that reuses the CCLComponent <<dataType>>.

-
datatypes and related attributes on the MUDESO CCL each for service analytics component and energy saving analysis component to be applied as components of the multi-domain energy savings optimization CCL.
-
Introduce attributes on each component to represent the analytics output of one component used by other components. The attribute can point to specific analytics outputs from TS28.104

-
A datatype and corresponding attribute indicating the actions of the multi-domain energy savings optimization CCL which can be taken towards the domain-specific functionality like the DESF or the CESF. The attributes of this dataType are the control parameters of the DESF and CESF. This is needed to capture and track the decisions taken by the MUDESO CCL.
4.4.4


Evaluation of solutions

.

4.5
Dynamic CCL for resource optimization

4.5.1
Description

A CCL may require different kinds of input to address its requirements. 3GPP TS 28.104 [4], specified MDA with reports on different kinds of analysis of network issues, predictions of potential issues and corresponding relevant causes and recommended actions for preventions, and/or prediction of network and/or service demands. The analytics output includes analysis related to network slice resources, for example to optimize, i.e., increase or decrease the capacity of gNB to enhance allocation of the physical resources or to schedule the "scale in" and "scale out" of VNFs via ETSI MANO system to optimize the allocation of the virtualized resources. Other analytics could for example include decisions for when to instantiate new gNBs or when to add gNBs to the scope where a specific network slice can be served.

A closed control loop can be instantiated to optimize the network slice resource reusing where applicable the existing analytics capabilities, e.g. MDA analytics. It should be possible for the MnS consumer to instantiate such a CCL for network slice resource optimization and to indicate cases where analytics capabilities can be used by the CCL instance.

Note: relation of this use case with the assurance closed control if FFS.

4.5.2
Potential requirements

REQ- CCL-ES-1: The management system should enable the MnS consumer to compose a network slice resource optimization closed control loop that uses MDA capabilities as analytics components of the CCL
4.5.3
Possible solutions

This solution proposes to enhance the existing CCL information models defined in 3GPP TS 28.567 [2].

To support the composition of a CCL on network slicing resource optimization, it is proposed:

-
to introduce an IOC for network slice resource optimization closed control loop.


-
The network slice resource optimization CCL IOC is CCL purpose that inherits the capabilities of the closed control loop and the assurance closed control loop. 

-
to introduce attributes on the network slice resource optimization CCL for analysis insight and decision recommendation on resource optimization components. 

-
to introduce a datatype and an attribute on the network slice resource optimization CCL for indicating the actions which can be taken by the CCL. 

NOTE: the usage of the dataTypes can be further investigated

4.5.4


Evaluation of solutions

.

* * * End of Changes * * * *
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