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1	Decision/action requested
The group is requested to discuss and endorse the proposals below.
2	References
[1]	SP-251653  Study on 6G Management and Orchestration.

3	Rationale
3.1	Introduction
This discussion paper describes guiding principles and expectations related to several study topics for the evolution of the 3GPP management system, tailored to the needs of telecom operators, to be considered during the 6G study phase in Release 20.
The goal is not to formulate specific potential requirements and functionalities, as these are proposed to be studied by the 6G SID [1]. The goal is to describe high-level expectations and guidelines from the operators’ perspective for each work task identified in the 6G study. 
In practise all the operators are using some common tools, methodologies and principles however their OSS have different capabilities by means of supported functionalities. The suggested guidelines can be used to form a baseline that can drive the development of the 6G 3GPP management system that is also able to consider aspects for 6G FCAPS; related to AI quality management; and functionalities for automatic operator workflows including AI-based troubleshooting capabilities.
The 6G management system needs to promote improving upon the issues of 5G deployments and provide the management system solutions that will enable network operators to make 6G a success technically and commercially.
4	Telecom Operators’ View for the 6G 3GPP Management System  
WT#1: Investigate the overall management architecture for 6G as collection of capabilities and high-level functionalities focusing strictly on architectural enablers. This WT provides the framework into which applicable features addressed under WT#2 will map. 
	
	Operators view & guidelines for fulfilling the requirements

	1.1.	Study high-level architectural requirements, principles and scope for 6G network management, including managed network scope (manage both 6G and 5G network or 6G network only), management layers, management functionalities and deployments. 
	Guidelines
1. Operators expect to use a single management architecture framework in 6G, capable of managing both 6G and existing 5G networks. 
2. Consider practical deployment and operational aspects of SBMA early in the architectural design, including potential implementation challenges of pure SBA related to troubleshooting, observability and AI operational considerations. Simplicity and clarity should be guiding principles in the management architecture design, with conscious effort to avoid introducing unnecessary architectural or operational complexity.
3. The management architecture needs to support true interoperability, multi-technology and multi-vendor implementations. 
4. Interoperability is not only about interactions between MnSs point of view but also between 3GPP management system and NFs and between external management systems. 
5. New capabilities need to have clearly defined scope, responsibilities, and interaction mechanisms. 
6. Avoid introducing optional fields and vendor-specific extensions extensively in the design of the MnS IoCs. Even with standardized MnS IoCs, many optional fields cause integration problems. 

	1.2.	Study how the high-level architectural requirements, principles and scope captured in WT#1.1 impact the existing SBMA framework including identification of new or existing management services, interfaces and management functions, and their applicability to specific management layers.
	7. 

	1.3.	Study potential architectural alignment and interaction points between the 6G network management architecture (developed in WT#1.1) and the network architecture defined in other groups (e.g., SA2 and RAN3), including the identification of relevant reference points, services, and management functions needed to enable interoperability.
	Guidelines
8. Efforts should focus on defining clear responsibilities of 6G management plane, minimizing gaps between functional design developed by other groups and their management realization by SA5, while avoiding overlaps and inconsistent assumptions between control and management planes. 
9. Using consistent definitions for concepts across groups can reduce misalignment and improve interoperability of specifications. 

	1.4.	Study whether and how to support MnF and service orchestration, lifecycle management and FCAPS.
	Guidelines
10. MnFs can serve as a mechanism to help operators better integrate the 3GPP management system with external OSSs, while also enabling clearer and more structured interactions with control plane entities. 
11. Management functions should be generic and, avoiding excessive specialization that increases architectural and operational complexity. 
12. A modular architectural approach with clearly defined functional boundaries is encouraged, with clear functional limits to prevent redundant management functions and overlapping responsibilities. 
13. Management functions in 6G need to provide clear visibility into the 6G system that is managed to support efficient operations and fault isolation. 

	1.5.	Study whether and how the agents are used within a part of 6G management architecture, e.g., agent management and orchestration, multi-agent collaboration and interactions, enabling agent to utilize/access 6G management services.
	Guidelines
14. Use the term “Agent” consciously, in a precise and well-scoped manner to represent specific managed entities or MnF after analysis rather as a general term that represents any possible managed object or automation component.
15. It is encouraged that autonomous agents design considers aspects related to explainability, accuracy, sustainability, security and auditability, reliability.
16. Study of agents and their specification is recommended to prioritize key network operations based on operator requirements.
17. Use of standardized interfaces and well-defined communication patterns are recommended for agent interactions.
18. Agents are expected to be designed with the capability to operate across both 6G and existing 5G networks, enabling consistent management behaviour. 
19. The use of agents in real networks is expected to take privacy, security and trust considerations into account as an integral part of the design, particularly when agents operate autonomously or across administrative and technology boundaries. 
20. The standards should enable decisions taken by agents to be traceable and understandable to support effective troubleshooting. 

	1.6. Study the data management framework within SA5 scope.

Note1: Coordinate with SA2 and other working groups.
Note2: SA5 scope of data is to be part of the study based on identified 6G use cases.

	Guidelines
21. It is important to consider that the data management framework can support collection, normalization, correlation, and storage of data from heterogeneous sources. 
22. A single data management framework in the management plane is expected to support all the domains (e.g., RAN, Core) irrelevant of the data source. 
23. Data management framework in SA5 should consider that data may reside inside or outside the 3GPP domain. 
24. Cooperate with other SDOs and organizations in the data solutions domain to avoid duplication of work and promote harmonization. 
25. It is important to study the gaps in existing data types to identify operator requirements on observability of MnS producers that provides automation, e.g. whether they behave as expected, execute authorized actions etc.

	1.7.	Study how to handle information and knowledge considering relation with data.
	Guidelines
26. Clearly identify and describe the relationship between the data management framework and the framework used for semantic and knowledge management, aiming for minimal architectural complexity. 

	1.8.	Study the architectural enablers (e.g., management services, operations and APIs) required to support network slice LCM in 6G. This includes considering enhancements to existing network slice management solutions to address 6G-specific slice aspects, in cooperation with SA2 as necessary.
	Guidelines
27. It is encouraged to investigate how network slicing management procedures can become more autonomous to support 6G scenarios and address the increased complexity in 5G. 
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5	Detailed Proposal
The group is requested to endorse the above guiding principles for the development of the 6G study.

