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Comments
This pCR proposes to add a new use case and requirements to enable access control on performance metrics.

Proposed Changes
* * * First Change * * * *
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* * * Next Change * * * *
4.3 	Enhancement of Management Services Access Control (MSAC)
4.3.A	Use Case#<A>: <Title> Access control for performance metrics
4.3.A.1      Description
When an MnS consumer requests the collection of performance metrics using  the PerfMetricJob IOC (see clause 4.3.31 of TS 28.622[Y1]), the MnS producer needs to be able to determine whether the MnS consumer is authorized to collect such data or not. 

4.3.A.2      Problem Statement
Clause 7.3 of TS 28.319[Y2] defines the AccessRule class associated to a given MnS consumer identified by their Identity and Role classes. The AccessRule class includes the following attributes as defined in clause 7.3.3 of TS 28.319[Y2]): 
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The componentCData attribute of the AccessRule class is defined as an optional attribute which specifies notification types and performance metric names.
From the definition of the componentCData attribute of the AccessRule class, it’s not clear how the MnS producer can use this attribute to determine the performance metrics that an MnS consumer is allowed to collect on a set of managed object(s) (represented by the dataNodeSelector attribute of the AccessRule class).

* * * Next Change * * * *
4.1.A.3      Potential Requirements 
PREQ-FS_ MADCOL_Ph3-AccCtrl-01:  The security information model should support authorization of performance metrics.

* * * End of Changes * * * *

