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Comments
This contribution proposes to add concepts and background for TR 28.888 Study on enhanced exposure of management services.

Proposed Changes
* * * First Change * * * *

[bookmark: _Toc129708869][bookmark: _Hlk209618505]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[X]	3GPP TS 28.533: "Management and orchestration; Architecture framework".
[a]	3GPP TS 28.579: "Management services exposure to external consumers through CAPIF".
[b]	3GPP TS 28.319: "Access control for management services".
[c]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs".
[d]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; stage 3".

* * * Next Change * * * *


4	Concepts and background
[bookmark: _Toc129708872]4.1	Overview
The study builds upon the management services exposure scenarios defined in clause 5.6 of TS 28.533 [X], which serves as the primary reference for exposing management services to external consumers. In addition, the Management Exposure framework described in TS 28.579 [a] introduces an optional approach based on CAPIF. This CAPIF-based approach is considered an optional solution that builds upon the foundational concepts and exposure architecture defined in TS 28.533 [X].
The enhanced exposure concept includes the ability to abstract sensitive internal identifiers, enforce data sharing permissions, and align with industry-standard exposure frameworks.
Key motivations and considerations include:
· Cross-domain integration: As operators increasingly collaborate with external entities, there is a need to expose selected management services in a controlled and standardized manner.
· Security and privacy: Exposure of collected management data must comply with security requirements, for the case where these data conveys sensitive data that the operator does not want to expose as-is outside their admin domain.
· Interoperability: The exposure framework should be able to coexist with other exposure frameworks defined in the industry, e.g. CAPIF (TS 23.222 [c], TS 29.222 [d]).
· Access control enhancement: Improve mechanisms of existing specifications (e.g., TS 28.319 [b]) to provide notification-level access control, which is essential for dynamic service interactions.
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