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#### 6.1.1.2 Charging Data Request message

Table 6.1.1.2-1 illustrates the basic structure of a Charging Data Request message from the NSSAAF and AMF, as used for network slice-specific authentication and authorization.

Table 6.1.1.2-1: Charging Data Request message contents

| Information Element | Converged Charging  Category | Description |
| --- | --- | --- |
| Session Identifier | OC | Described in 3GPP TS 32.290 [6] |
| Subscriber Identifier | OM | This field contains the identification of the individual subscriber in the PLMN i.e. SUPI. |
| NF Consumer Identification | M | Described in 3GPP TS 32.290 [6] and holds the identifier of the NSACF |
| NF Functionality | M | Described in 3GPP TS 32.290 [6]. |
| NF Name | OC | Described in 3GPP TS 32.290 [6]. |
| NF Address | OC | Described in 3GPP TS 32.290 [6]. |
| NF PLMN ID | OC | Described in 3GPP TS 32.290 [6]. |
| Charging Identifier | OM | Described in 3GPP TS 32.290 [6]. |
| Invocation Timestamp | M | Described in 3GPP TS 32.290 [6]. |
| Invocation Sequence Number | M | Described in 3GPP TS 32.290 [6]. |
| One-time Event | OC | Described in 3GPP TS 32.290 [6]. |
| One-time Event Type | OC | Described in 3GPP TS 32.290 [6]. |
| Supported Features | OC | Described in 3GPP TS 32.290 [6]. |
| Service Specification Information | OC | Described in 3GPP TS 32.290 [6]. |
| Multiple Unit Usage | OM | Described in 3GPP TS 32.290 [6]. |
| Rating Group | M | Described in 3GPP TS 32.290 [6]. |
| Requested Unit | OC | Described in 3GPP TS 32.290 [6]. |
| NSSAA Charging Information | C | This field holds NSSAA specific information described in clause 6.2.1.2 |

|  |
| --- |
| **Next change** |

#### 6.1.1.3 Charging data response message

Table 6.1.1.3-1 illustrates the basic structure of a Charging Data Response message from the CHF to the NSSAAF and AMF as used for network slice-specific authentication and authorization.

Table 6.1.1.3-1: Charging Data Response message contents

| Information Element | Converged Charging  Category | Description |
| --- | --- | --- |
| Session Identifier | OC | Described in 3GPP TS 32.290 [6]. |
| Invocation Timestamp | M | Described in 3GPP TS 32.290 [6]. |
| Invocation Result | OC | Described in 3GPP TS 32.290 [6]. |
| Invocation Sequence Number | OM | Described in 3GPP TS 32.290 [6]. |
| Session Failover | OC | Described in 3GPP TS 32.290 [6]. |
| Supported Features | OC | Described in 3GPP TS 32.290 [6]. |
| Multiple Unit Information | OC | Described in 3GPP TS 32.290 [6]. |
| Result Code | OC | Described in 3GPP TS 32.290 [6]. |
| Rating Group | OM | Described in 3GPP TS 32.290 [6]. |
| Granted Unit | OC | Described in 3GPP TS 32.290 [6]. |
| Validity Time | OC | Described in 3GPP TS 32.290 [6]. |

|  |
| --- |
| **Next change** |

### 6.2.2 Detailed message format for converged charging

The following clause specifies per Operation Type the charging data that are sent by NSSAAF and AMF for Network slice-specific authentication and authorization converged charging.

The Operation Types are listed in the following order: I (Initial)/U (Update)/T (Termination)/E (Event). Therefore, when all Operation Types are possible it is marked as IUTE. If only some Operation Types are allowed for a node, only the appropriate letters are used (i.e. IUT or E) as indicated in the table heading. The omission of an Operation Type for a particular field is marked with "-" (i.e. IU-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-".

Table 6.2.2-1 defines the basic structure of the supported fields in the *Charging Data Request* message for Network slice-specific authentication and authorization converged charging.

Table 6.2.2-1: Supported fields in Charging Data Request message

| Information Element | NSSAA NF | NSSAAF | AMF |
| --- | --- | --- | --- |
| Supported Operation Types | I/T/E | E |
| Session Identifier | | -T- | - |
| Subscriber Identifier | | ITE | E |
| NF Consumer Identification | | ITE | E |
| Charging Identifier | | ITE | E |
| Invocation Timestamp | | ITE | E |
| Invocation Sequence Number | | ITE | E |
| One-time Event | | --E | E |
| One-time Event Type | | --E | E |
| Supported Features | | ITE | E |
| Service Specification Information | | ITE | E |
| Multiple Unit Usage | | ITE | - |
| Rating Group | | I-E | E |
| Requested Unit | | I-E | E |
| NSSAA Charging Information | | | |
| NSSAA message type | | ITE | E |
| User identification | | ITE | E |
| S NSSAI | | ITE | E |
| AAA P Address | | ITE | E |
| AAA S Address | | ITE | E |
| EAP ID Response | | ITE | E |
| EAP auth status | | ITE | E |
| AMF Identifier | | - | E |

Table 6.2.2-2 defines the basic structure of the supported fields in the *Charging Data Response* message for Network slice-specific authentication and authorization converged charging.

Table 6.2.2-2: Supported fields in Charging Data Response message

| Information Element | NSSAA NF | NSSAAF | AMF |
| --- | --- | --- | --- |
| Supported Operation Types | I/T/E | E |
| Session Identifier | | ITE | E |
| Invocation Timestamp | | ITE | E |
| Invocation Result | | ITE | E |
| Invocation Sequence Number | | ITE | E |
| Session Failover | | I-- | - |
| Supported Features | | I-E | E |
| Multiple Unit Information | | I-E | E |
| Result Code | | I-E | E |
| Rating Group | | I-E | E |
| Granted Unit | | I-E | E |
| Validity Time | | I-E | E |

|  |
| --- |
| **End of change** |