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#### 5.5.1.1 CTF detected failure

The failure handling determines what to do if the sending of charging data request to the CHF without response in a period of time (request times out).

In the case of the NF consumer (CTF) towards CHF request times out, NF consumer (CTF) uses application level failure handling (Terminate, Continue, Retry\_and\_terminate). Failure handling may be received from the CHF previously or may be locally configured. The value received from the CHF in the charging data response will always override any already existing value. Failover handling indication informs NF Consumer whether alternative CHF is supported.

In case the CHF is determined not available, the CTF may store the Charging Data Request(s) or charging information, and uses application level failure handling, as described in this clause, once the CHF is determined available.

In case there is an application level error response from the CHF, NF consumer (CTF) action will depend on the type of Application Error.

For protocol level errors, refer to applicable protocol failure handling mechanisms as described in 32.291 [58].
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