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1. Introduction
The Study on QUIC-based media delivery for real-time communication and services focuses on identifying various existing and emerging QUIC-based media delivery protocols suitable for real-time communication services, and documenting the features, benefits and limitations of those protocols for various applications and identified use-case scenarios. 
This contribution focuses on WebTransport media delivery protocol for real-time communication services.
2. Reason for Change
This contribution documents the description of WebTransport media delivery protocol, its features, benefits and limitations for use in real-time communication services.
3. Proposal
[bookmark: _Hlk61529092]It is proposed to agree the following changes to current version of 3GPP TR 26.836.
[bookmark: _Toc199880581]* * * First Change * * *
2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 26.522: "5G Real-time Media Transport Protocol Configurations".
[3]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
…
[WebTransport]	W3C Working Draft, "WebTransport", https://www.w3.org/TR/webtransport
[draft-ietf-webtrans-overview]	E. Kinnear and V. Vasiliev; draft-ietf-webtrans-overview-11, "The WebTransport Protocol Framework", Work in Progress, Internet-Draft, 20 October 2025.
[draft-ietf-webtrans-http2]	A. Frindell et al., draft-ietf-webtrans-http2-07, “WebTransport over HTTP/2“, Work in Progress, Internet-Draft, 20 October 2025.
[draft-ietf-webtrans-http3]	A. Frindell, E. Kinnear and V. Vasiliev, draft-ietf-webtrans-http3-14, “WebTransport over HTTP/3”, Work in Progress, Internet-Draft, 20 October 2025.
[WebTransportAPI]	W3C: "WebTransport API",
https://developer.mozilla.org/en-US/docs/Web/API/WebTransport_API
[webtrans-charter] IETF Charter for Working group, "WebTransport (webtrans)", https://datatracker.ietf.org/wg/webtrans/about
* * * Second Change * * * all new
[bookmark: _Toc199880582]4.2.X	WebTransport
[bookmark: _Toc199880583]4.2.X.1	Introduction
WebTransport [WebTransport] is a framework associated with a set of protocols that letsenables a web client, (bastypically a web browsers), to talk tocommunicate with a server over a secure and multiplexed transport. It is designed to cover use cases where WebSocket is too limited (single ordered reliable byte stream over TCP) and where the WebRTC Data Channel is overkill /or too P2Ppeer-to-peer-oriented. At a high level, a WebTransport “session” runs over an underlying HTTP/3 connection.
WebTransport is both a transport protocol [draft-ietf-webtrans-overview] [draft-ietf-webtrans-http2] [draft-ietf-webtrans-http3] and a Web API from W3C [WebTransportAPI] that enables (e.g., JavaScript) Web clients to communicate with a server through a QUIC-like API (secure, multiplexed real-time transport of streams and datagrams).
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Figure 4.2.X-1: WebTransport protocol stack
In this stack, HTTP3Transport represents a protocol mapping, including: 
-	HTTP/3 feature negotiation
-	Extended CONNECT to initiate the connection,
-	Mapping WebTransport datagrams and streams to HTTP/3 datagrams and streams.
The W3C WebTransport API has been published as a working draft [WebTransportAPI]. The IETF WebTransport Working Group [webtrans-charter], formed in 2019, develops the transport protocol. The standardization of WebTransport (WT) over HTTP/3 [draft-ietf-webtrans-http3] will likely occur in 2026.
4.2.X.2	Features
WebTransport is a protocol framework that enables web clients operating under the Web security model to communicate with a remote server using a secure, multiplexed transport [draft-ietf-webtrans-overview]. It provides a session-based communication model supporting multiple independent bidirectional and unidirectional streams, plus datagrams (unreliable, message-oriented delivery), all multiplexed within the same connection when running over HTTP/3  [draft-ietf-webtrans-http3]. WebTransport is designed to be safely exposed to browser applications and is specified both at the protocol level by the IETF WebTransport Working Group and at the API level in the W3C WebTransport specification [WebTransportAPI]. A mapping over HTTP/2 is also defined to preserve WebTransport-style capabilities when a UDP/QUIC-based transport (HTTP/3) is not available [draft-ietf-webtrans-http2].
4.2.X.3	Benefits
WebTransport provides application-level benefits on top of QUIC and HTTP by defining a web-compatible framework and API rather than just a raw transport. It offers a session abstraction that combines multiple bidirectional and unidirectional streams with unreliable datagrams under a single logical connection, enabling applications to mix reliable and low-latency traffic [draft-ietf-webtrans-overview]. WebTransport is explicitly designed to be safe to expose to web applications, aligning with the Web security model (origin-based access control, secure contexts) and definesing a set of protocols that are “"safe to expose to untrusted applications"” [draft-ietf-webtrans-overview]. It also integrates with HTTP semantics and deployment models, specifying mappings over HTTP/3 [draft-ietf-webtrans-http3] and HTTP/2 [draft-ietf-webtrans-http2] so that the same application-level API can operate in environments where UDP/QUIC is not available, easing incremental deployment [X2]. At the browser level, the W3C WebTransport API [WebTransportAPI] exposes these capabilities through a high-level, stream-oriented JavaScript interface aligned with the Web Streams paradigm, offering a modern alternative to WebSockets with native support for multiplexing and unreliable datagrams [X5].
4.2.X.4	Limitations
WebTransport has several limitations that stem from its role as a browser-exposed, HTTP-integrated framework (rather than from QUIC itself).
1.	 First, iIt is primarily designed for client–server interactions initiated by web clients and does not provide a standardized NAT traversal model like WebRTC [????].
2.	 Second, WebTransport is constrained by the Web security model: it is available only in secure contexts (HTTPS) and is intentionally “safe to expose to untrusted applications,” which limits low-level transport control compared to native (non-browser) networking [draft-ietf-webtrans-overview].
3.	 Third, aAdoption can be impacted by specification and implementation maturity: the browser API is still a W3C Working Draft and support can vary across user agents [WebTransport].
4.	 Finally, tTo improve deployability when QUIC/UDP is unavailable, WebTransport defines a mapping over HTTP/2 [draft-ietf-webtrans-http2], but this mapping is described as providing “"many of the capabilities"” rather than identical transport properties, so behaviour may differ depending on which underlying mapping is used [X3].
4.2.X.5	Current Aapplications
WebTransport implementations over QUIC (HTTP/3) are available as both server and client:
-	Google Chrome orand Microsoft Edge browsers implement client -side W3C WebTransport API over QUIC.
-	quiche in Rust https://github.com/cloudflare/quiche and aioquic in Python https://github.com/aiortc/aioquic are server side WebTransport implementations. Note that aioquic support is still experimental.
* * * End of Changes* * * *
image1.png
| WebTransport |

Crve [ e ]
I
(streams + datagrams)





