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1. Introduction
The Study on QUIC-based media delivery for real-time communication and services focuses on identifying various existing and emerging QUIC-based media delivery protocols suitable for real-time communication services, and documenting the features, benefits and limitations of those protocols for various applications and identified use-case scenarios. 
This contribution focuses on RTP over QUIC media delivery protocol for real-time communication services.
2. Reason for Change
This contribution documents the description of RTP over QUIC media delivery protocol, its features, benefits and limitations for use in real-time communication services.
3. Proposal
[bookmark: _Hlk61529092]It is proposed to agree the following changes to current version of 3GPP TR 26.836.
[bookmark: _Toc199880581]* * * First Change * * *
2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 26.522: "5G Real-time Media Transport Protocol Configurations".
[3]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[draft-ietf-avtcore-rtp-over-quic]	IETF Draft draft-ietf-avtcore-rtp-over-quic-14: "RTP over QUIC (RoQ)", Work in progress.
https://datatracker.ietf.org/doc/draft-ietf-avtcore-rtp-over-quic/
[RFC9000]	IETF RFC 9000: "QUIC: A UDP-Based Multiplexed and Secure Transport", May 2021.
[RFC3550]	IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications", July 2003.
[RFC8446]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3", August 2018.
[RFC9221]	IETF RFC 9221: "An Unreliable Datagram Extension to QUIC", March 2022.
* * * Second Change * * * (all new)
[bookmark: _Toc199880582]4.2.X	RTP over QUIC
[bookmark: _Toc199880583]4.2.X.1	Introduction
The IETF draft [draft-ietf-avtcore-rtp-over-quic] specifies a framework for transporting RTP and RTCP data over the QUIC protocol [RFC9000], commonly referred to as RTP over QUIC (RoQ). The RoQ draft defines a minimal and flexible mapping that allows existing RTP-based real-time media applications to operate over QUIC instead of the traditional UDP. By doing so, the real-time media applications can leverage QUIC’s built-in features,— such as mandatory encryption, connection migration, multiplexing, and standardized congestion control,— while preserving the core semantics of RTP [RFC3550] for transport real-time audio and video data.	Comment by Richard Bradbury (2026-02-06): Not sure that’s correct. You can plug in any congestion control algorithm into QUIC.
The RTP and RTCP packets can be encapsulated using either QUIC streams or QUIC datagrams, allowing real-time media communication applications to choose between reliable, ordered delivery and unreliable, low-latency delivery depending on their requirements. QUIC’s transport-level feedback (e.g., acknowledgments, loss detection, RTT measurement, and ECN) can be used to complement or partially replace traditional RTCP features, potentially reducing control overhead. Overall, RTP over QUIC aims to provide a modern transport alternative for real-time media that simplifies deployment (single encrypted connection, easier NAT traversal) while raising important design considerations around latency, head-of-line blocking, congestion control interaction, and interoperability.	Comment by Richard Bradbury (2026-02-06): Reference
4.2.X.2	Features
4.2.X.2.1	Security and Eencapsulation
QUIC includes built-in encryption (TLS v1.3 [RFC8446]) for all traffic, so RTP media packets are benefited with confidentiality and integrity without a separate DTLS layer unlike typical RTP/UDP use. The RoQ specification [draft-ietf-avtcore-rtp-over-quic] supports QUIC streams and QUIC datagrams [RFC9221] as primary encapsulation models for carrying RTP/RTCP packets over QUIC.
A single QUIC connection can carry both encapsulation types simultaneously, allowing applications flexibility based on reliability and timeliness requirements.
QUIC STREAM frames provide reliable, ordered, flow-controlled delivery. When RTP packets are transmitted over a QUIC stream, the underlying QUIC protocoltransport ensures ordered delivery and retransmission on loss for those packets. On the other sidehand, QUIC STREAMstreams suffer from head-of-line blocking whereby a lost streamSTREAM frame delays subsequent frames, a behaviour which is not recommendedundesirable for real-time media transport. A RoQ sender can open new QUIC streams for different RTP packets usingsharing the same flow identifier. This allows RoQ senders to use QUIC streams while avoiding head-of-line blocking.
QUIC DATAGRAM frames [RFC9221] provide unreliable and out-of-order delivery, like traditional RTP. DATAGRAM frames inherit QUIC’s congestion control and encryption but do not provide retransmission or ordering. This feature helps QUIC DATAGRAMdatagrams into avoiding the head-of-line blocking issue experienced in QUIC STREAMstreams, and fits timing constraints of real-time traffic. On the contrary, tTo support real-time communication using QUIC DATAGRAMSdatagrams, both endpoints need to support the QUIC DATAGRAM extension per RFC 9221 [RFC9221].
4.2.X.2.2	Multiplexing
The RoQ protocol allows multiple media streams, control streams, and other application flows be multiplexed over onea QUIC connection, simplifying NAT/firewall traversal and reducinged port usage.
To support transmitting multiple RTP or RTCP streams over a single QUIC connection, the RoQ specification/draft  [draft-ietf-avtcore-rtp-over-quic] introduces the concept of a flow identifier to multiplexidentify different media flows multiplexed in the QUIC connection. Unlike traditional RTP/UDP protocols which use separate UDP port numbers per flow, an application-level flow identifier is inserted as part of the QUIC payload for both streamsSTREAM frames and DATAGRAM frames. This enables demultiplexing at the receiver without additional QUIC connections. QUIC’s DATAGRAM frames do not inherently demultiplex multiple flows. Applications must prepend and interpret flow identifiers in the DATAGRAM payload.
4.2.X.2.3	RTP Ppacket Hhandling
In RoQ, Eeach RTP packet becomes a QUIC payload carried either in a STREAM or a DATAGRAM frame.
·  WithWhen carried in DATAGRAM frames, there is no internal fragmentation of the RTP packet payload; . Tthe size of every DATAGRAM frame must respect the max_datagram_frame_size connection parameter negotiated by the peers as well asand the underlying Path MTU in order to fit theaccommodate the RTP packets, including their payloads, flow identifier, QUIC headers, and IP headers.
-	WithWhen carried in STREAM frames, RTP packets can be queued and segmented asby QUIC needsas required for stream reliability. When using STREAMstreams, the draftspecification [draft-ietf-avtcore-rtp-over-quic] defines mechanisms for cancelling in-flight frames (e.g., if media becomes obsolete) using STOP_SENDING QUIC frames. A sender can signal cancellation in the stream data to avoid unnecessary sending and reduce latency using RESET_STREAM QUIC frames.
4.2.X.2.4	RTCP Ppacket Hhandling
RTCP control packets can be carried similarly via QUIC streams or in DATAGRAMdatagrams.
-	 Carriage of RTCP packets over DATAGRAMin datagrams is suitable when control feedback needs to match real-time semantics (unreliable).
-	Carriage of RTCP packets over STREAMin QUIC streams ensures ordered, reliable delivery of control messages.
-	 Mixed operation, such as sending some RTCP packets onin STREAMQUIC streams and sending some onothers in DATAGRAMdatagrams is possible depending on application requirements.
The draftspecification [draft-ietf-avtcore-rtp-over-quic] explores mapping QUIC transport feedback to traditional RTP/RTCP feedback functions, such as Negative Acknowledgements (NACK), ECN feedback and BYE.
-	QUIC loss and acknowledgment patterns for detecting the lost packets can substitute for explicit RTCP NACKs. A mapping defines how QUIC loss events map to NACK semantics at RTP layer.
-	 QUIC’s support for Explicit Congestion Notification (ECN) can be used instead of RTCP ECN feedback reports.
-	 Other RTCP semantics, such as BYE, can be replaced using QUIC feedback and states such as the CONNECTION_CLOSE QUIC frame with a Reason Phrase.
4.2.X.3	Benefits
1.	QUIC includes built-in encryption (TLS v1.3 [RFC8446]) for all traffic, so, unlike with typical RTP/UDP usage, RTP and RTCP packets enjoy confidentiality and integrity without requiring a separate DTLS layer unlike typical RTP/UDP use.
2.	Multiple media, control, and other application flows can be multiplexed over one QUIC connection, simplifying NAT/firewall traversal and reducing port usage.
3.	QUIC provides standardized congestion control and loss recovery mechanisms which can be used directly or adapted for RTP, potentially simplifying sender implementations and reducing duplicate signals.
4.	By leveraging QUIC’s internal metrics such as Round-Trip-Time, loss, delivery rates, RTP over QUIC can reduce or avoid some RTCP feedback that is traditionally needed to infer network conditions.
5.	QUIC supports connection migration (e.g., IP change) and better NAT traversal properties than pure UDP, which benefits mobile or multi-network clients.
4.2.X.4	Limitations
1.	QUIC is a more complex protocol than UDP. Implementers must handle QUIC connection setup, TLS encryption, and QUIC frame semantics, increasing implementation effort compared to bare UDP.
2.	When RTP packets are placed on a reliable QUIC STREAMstream, QUIC’s reliable delivery can introduce head-of-line blocking, which is undesirable for real-time traffic. This issue can be solvedavoided using QUIC DATAGRAM frames or stream segmentation techniques, but requires careful design.
3.	RTP applications have sophisticated congestion control and rate adaptation algorithms. The integration with QUIC’s congestion signals needs careful coordination to avoid conflicting control behaviours.
4.	Unlike UDP/DTLS-based RTP, QUIC may not yet be supported in all media servers, middleboxes, or network devices. Deployment maturity and tooling for QUIC-based RTP may lag.
4.2.X.5	Current applications
-	RTP over QUIC implementation in Go https://github.com/mengelbart/roq
-	RTP-over-QUIC elements for GStreamer  https://github.com/bbc/gst-roq
-	Open source QUIC library from Meetecho for experimenting with QUIC-based multimedia applications (RoQ and, MoQ). https://github.com/meetecho/imquic
* * * End of Changes* * * *
