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1. Introduction
The study item FS_Q4RTC_MED was agreed in SA4#134 and approved in SA#110 [SP-251661]. 
One of the objectives of FS_Q4RTC_MED is:
· Identify existing and emerging QUIC-based media delivery protocols suitable for real-time communication and document their features, benefits, limitations and current applications.
This contribution provides an introduction to the Technical Report, briefly introducing QUIC, highlighting its main features for media transport as well as the related work in IETF.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 26.836.
* * * First Change * * * *
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This clause is optional. If it exists, it shall be the second unnumbered clause.QUIC is a user space UDP-based transport protocol developed by IETF with built‑in encryption, connection migration, stream multiplexing, pluggable congestion control, and optional unreliable datagrams defined in an extension to the core protocol.
The core QUIC specifications are:
-	RFC 9000 (QUIC: A UDP-Based Multiplexed and Secure Transport) [[RFC9000]: The foundational document defining QUIC's core mechanisms.
-	RFC 9001 (Using TLS to Secure QUIC) [RFC9001] specifies how TLS v1.3 [RFC8446] is integrated for security.
-	RFC 9002 (QUIC Loss Detection and Congestion Control) [RFC9002] specifies how QUIC handles packet loss and manages network congestion.
-	RFC 8999 (Version-Independent Properties of QUIC) [RFC8999] describes properties that don't change between QUIC versions.
Beyond the core specifications, IETF has specified multiple extensions such as HTTP/3 [RFC9114] and datagram support [RFC9221], as well as operational specifications relating to the QUIC protocol’s applicability [RFC9309] and manageability [RFC9312].
As QUIC has seen broader adoption in recent years, its role in improving media transport compared to earlier TCP and UDP-based methods has become increasingly significant. QUIC-based media transport protocols can benefit from QUIC’s security, multiplexing, low-latency features to deliver media with finer control over reliability and ordering. Some key motivations to use QUIC for media transport are:
-	Lower latency and faster start-up: 1-RTT handshake with optional 0-RTT resumption shortens join time for live/interactive sessions. User-space pacing algorithms can be applied to space packets over a round-trip time (RTT) rather than sending them at once, minimizing burstiness and thus potentially reducing jitter.
-	Independent stream processing and prioritization: Independent streams prevent one stalled media flow (e.g. a large video frame) from blocking others (e.g. audio, timed metadata), ensuring no head‑of‑line (HoL) blocking across different streams. QUIC stream prioritization allows applications to signal the importance of different data flows, enabling the transport layer to allocate resources effectively.
-	Selective reliability: Datagrams as defined in [RFC9221] allow best‑effort delivery (no retransmission) and are better suited for latency-critical applications that require unordered, unreliable packet delivery. On the other hand, streams are preferable in scenarios that require reliable, ordered delivery and allow explicit prioritization. Selecting between streams and datagrams, as well as determining the number of streams, depends on application needs and expected impact of HoL blocking. Applications can mix reliable streams carrying critical data with datagrams for unreliable delivery of non-critical and delay-sensitive data.
-	Always-on security: Thanks to built-in support for encryption and authentication according to TLS 1.3 [RFC8446], no separate DTLS layer is needed. Connection IDs (CIDs) and encrypted headers improve privacy and resilience to middlebox ossification.
-	Better mobility and robustness: Connection migration enables IP/port changes (e.g. Wi‑Fi to cellular) without call drops that lead to renegotiations and disrupt audio/video continuity.
-	Flexibility, evolvability and extensibility: QUIC user-space implementation prevents traditional ossification experienced by other transport protocols, such as TCP and UDP. This makes QUIC more flexible with higher potential for protocol evolution and extensibility. The latter is not only limited to QUIC protocol extensions but also includes enabling applications ship portable and optimized congestion control, packet pacing, loss recovery mechanisms without reliance on customized kernel modules or workarounds.
As of 2026, three QUIC-based application protocols are under standardization in the IETF to support application scenarios including real‑time and interactive communication:
-	Media over QUIC Transport (MOQT) [draft-ietf-moq-transport].
-	RTP over QUIC (ROQ) [draft-ietf-avtcore-rtp-over-quic].
-	WebTransport [draft-ietf-webtrans-overview].
* * * Second Change * * * *
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