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Introduction
[bookmark: OLE_LINK18][bookmark: OLE_LINK19]Since SA4#126, the PolicyTemplate resource definition is agreed and captured in the PD. The RTCQoSSpecification object is defined to indicate the QoS handling requirements targeted to a specific service data flow, including the PDU Set marking configuration. 
However, there is another term defined in SA2 on this, named as “protocol description”. As agreed in SP-231763, the protocol description is used to indicate the transport protocol used by the service data flow (e.g. RTP, SRTP) and information, e.g. following:
-	Protocol Description: Indicates the transport protocol used by the service data flow (e.g. RTP, SRTP) and information, e.g. the following:
-	RTP [185] or SRTP [186];
-	RTP or SRTP with RTP Header Extensions, including:
-	RTP Header Extensions for PDU Set Marking as defined in TS 26.522 [179];
-	Other RTP Header Extensions as defined RFC 8285 [189];
-	RTP or SRTP without RTP Header Extensions, but together with RTP Payload Format (e.g. H.264 [187] or H.265 [188]);
-	RTP or SRTP with RTP Header Extensions for PDU Set Marking as defined in TS 26.522 [179], and together with RTP Payload Format (e.g. H.264 [187] or H.265 [188]);
-	RTP or SRTP with other RTP Header Extensions following RFC 8285 [189], and together with RTP Payload Format (e.g. H.264 [187] or H.265 [188]).
Therefore, the PDU Set marking configuration in the policy template need to be aligned with SA2 and CT3/4. Besides, the PDU Set QoS parameters are also needed in the RTCQoSSpecification object. 
Text proposal 
* * * * First change * * * *
10.2	PolicyTemplate resource
[bookmark: _MCCTEMPBM_CRPT71130373___7]The data model for the PolicyTemplate resource is specified in table 10.2‑1 below:
Table 10.2-1: Definition of PolicyTemplate resource
	Property
	Type
	Cardinality
	Usage
	Description

	policyTemplateId
	ResourceId
	1..1
	C: RO
R: RO
U: RO
	Identifier of this Policy Template assigned by the 5GMS AF that is unique within the scope of the Provisioning Session.

	state
	string enum
	1..1
	C: RO
R: RO
U: RO
	A Policy Template may be in the PENDING, INVALID, READY, or SUSPENDED state.
Only a Policy Template in the READY state may be instantiated as a Dynamic Policy Instance and applied to media streaming sessions.

	stateReason
	Problem‌Details
	1..1
	C: RO
R: RO
U: –
	Additional details about the current state of this Policy Template exposed to the 5GMS Application Provider by the 5GMS AF.
The instance sub-property shall be present and shall indicate the URL of this Policy Template resource.
The title sub-property shall be present and shall indicate a human-readable representation of the state property specified above, e.g. "Policy Template ready for use" or "Policy Template invalid".
The detail sub-property shall be present and shall indicate a human-readable status/error message.
All other properties shall be omitted.

	externalReference
	string
	1..1
	C: RW
R: RO
U: RW
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the media streaming session.

	qoSSpecification
	M1‌QoS‌Specification
	0..1
	C: RW
R: RO
U: RW
	Specifies the network quality of service to be applied to media streaming sessions at this Policy Template.

	rtcQosSpecification
	array(RTCQoSSpecification)
	0..1
	C: RW
R: RO
U: RW
	Specifies the network quality of service to be applied to the different media streams of the RTC session.

	application‌Session‌Context
	Object
	1..1
	
	Specifies information about the application session context to which this Policy Template can be applied.

		sliceInfo
	Snssai
	0..1
	C: RW
R: RW
U: RW
	As defined in clause 5.4.4.2 of TS 29.571 [12].

		dnn
	Dnn
	0..1
	C: RW
R: RW
U: RW
	As defined in clause 5.3.2 of TS 29.571 [12].

	charging‌Specification
	Charging‌Specification
	0..1
	C: RW
R: RW
U: RW 
	Provides information about the charging policy to be used for this Policy Template.



The RTCQoSSpecification object is defined in table 10.2-2 below:

Table 10.2-2: Definition of RTCQoSSpecification object
	Property name
	Data type
	Cardinality
	Usage
	Description

	serviceDataFlowDescription
	ServiceDataFlowDescription
	1..1
	
	The 5-Tuple that identifies the service data flow for which the QoS dynamic policy is requested.

	mediaIdentifier
	String
	1..1
	
	Provides an identifier for the media stream to associate with the corresponding service component in the QoS Policy.

	marBwDlBitRate
	BitRate
	1..1
	
	Maximum requested bit rate for the Downlink.

	marBwUlBitRate
	BitRate
	1..1
	
	Maximum requested bit rate for the Uplink.

	minDesBwDlBitRate
	BitRate
	0..1
	
	Minimum desired bit rate for the Downlink.

	minDesBwUlBitRate
	BitRate
	0..1
	
	Minimum desired bit rate for the Uplink.

	mirBwDlBitRate
	BitRate
	1..1
	
	Minimum requested bit rate for the Downlink.

	mirBwUlBitRate
	BitRate
	1..1
	
	Minimum requested bandwidth for the Uplink.

	desLatency
	Integer
	0..1
	
	Desired Latency.

	desLoss
	Integer
	0..1
	
	Desired Loss Rate.

	desPduSetLatency
	Integer
	0..1
	
	Desired PDU Set latency.

	desPduSetLoss
	Integer
	0..1
	
	Desired PDU Set Loss Rate.

	PduSetIntegratedInfo
	Boolean
	0..1
	
	Indicates whether all PDUs of the PDU Set are needed for the usage of the PDU Set by the application layer in the receiver side.

	ProtocolDescription
	ProtocolDescription
	0..1
	
	A description of the protocol(s) used for the service data flow, which is used for the PDU Set and End of Burst marking configuration and identification as defined in clause 5.5.4.13 of TS 29.571 [y].

	pduSetMarking
	PDUSetMarking
	0..1
	
	A description of the PDU Set and End of Burst marking configuration for the session.
In release-18, this shall only be present in the case of an RTP stream.



The ProtocolDescription type defined in TS 29.244 [x] and TS 29.571 [y] includes the following parts:
-	Transport Protocol: It indicates the transport protocol used for the media flow. 
-	RTP HE Information: It contains information on the RTP header extension that can be used for PDU Set and/or End of Data Burst identification if RTP/SRTP is used. 
-	RTP Payload Information: It contains the RTP payload information for the RTP stream which can be used to derive the PDU Set information and/or the End of Data Burst. 
When the RTP Header Extensions for PDU Set Marking is activated for the media flow, the RTP HE Information shall indicate the ThePDU Set marking configuration. The corresponding PDUSetMarking object is defined in table 10.2-3 below:

Table 10.2-3: Definition of PDUSetMarking object

	Property name
	Data type
	Cardinality
	Usage
	Description

	serviceDataFlowDescription
	ServiceDataFlowDescription
	1..1
	
	The 5-Tuple that identifies the service data flow for which the QoS dynamic policy is requested.

	headerExtensionVersion
	Integer
	1..1
	
	The RTP header extension version.

	localIdentifier
	Integer
	1..1
	
	A unique identifier of the RTP header extension in the scope of the media session.

	format
	Boolean
	0..1
	
	Indicates if a short or a long header extension format is used. When set to false, a short 1-byte header extension format is being used.

	pduSetSizeActive
	Boolean
	0..1
	
	A flag to indicate if the PDU Set size in bytes is present in the RTP header extension.


 Editor’s Note:	How to link the PDUSetMarking object and the RTP HE Information in the ProtocolDescription depends on further progress in CT3/4 WGs. 
* * * * Second change * * * *
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Proposal
It’s proposed to agree and capture the changes in Clause 2 into the permanent document. 
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