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Background 
GSMA TSG IMSDCAS currently working on specifying data channel Application Programming Interface (API) that will be documented in PRD TS.66 - IMS Data Channel API. This activity focuses on the data channel capable User Equipment (UE) implementing 3GPP TS 26.114 defined DCMTSI client in terminal and uses as the baseline W3C WebRTC1.0 recommendation. 

During the technical analysis of data channel API requirements, it has been found that 3GPP TS 26.114 differs from W3C WebRTC1.0 recommendation in the design philosophy, e.g. treatment of stream ID. Specifically, W3C WebRTC1.0 makes SDP transparent to the JavaScript application and in general it is not expected that the JavaScript application will modify SDP.  That is expected to happen only in the exceptional situations, and not as a part of normal processing. And the SDP manipulation by the applications is to be discouraged in general as they might be error prone and it requires from the programmer the knowledge of low level protocol details.

3GPP TS 26.114 appears to take a different approach and using RFC2119 keyword convention it specifies that the JavaScript  application establishing the application data channel(s) MAY set the value non-authoritative "a=3gpp-qos-hint” but SHALL set the value of stream ID to be greater or equal to 1000 as per section 6.2.10 that states “When the HTTP subprotocol is used, any other data channels used by the data channel application JavaScript(s) sent in the bootstrap data channel shall be represented in an updated SDP as additional "a=dcmap" lines with stream ID values starting from 1000, using stream ID numbers from the JavaScript(s).”
The 3GPP text does not provision for transparent handling of stream ID and yet the stream IDs are not a part of data channel application requirements specification since the data channel applications logic does not depend on a particular value of stream ID (all stream IDs within the appropriate range are equivalently valid) and even more the application could execute its business logic without the knowledge that stream IDs exist. The 3GPP TS 26.114 requirement seems to tightly couple the data channel application and the protocol layer breaking the information hiding principles but also requires from the programmer to understand the protocol layer. Therefore, the clarifications are requested with respect to the non-transparency of SDP stream IDs when their values seem to play no role at JavaScript level, e.g. are not used in any computation logic other than the assignment operation. And even for the case when multiple application data channels are used the values of stream IDs seem irrelevant. 
Request to 3GPP SA4
GSMA TSG IMSDCAS kindly requests 3GPP SA4 to: 
1. Clarify why the data channel application needs to set a value of stream ID when the stream ID is not a part of data channel application specification and its requirements, while in contrast non-authoritative "a=3gpp-qos-hint” might be part of application requirements, e.g., latency requirement for AR/VR, yet they are not mandatory to be set by the application. The stream ID does not come into play when the data channel application business logic is specified as it is irrelevant for the application over what stream ID the actual traffic is being sent.
2. Describe the scenario when the actual value(s) of stream ID(s) play a role from the data channel application perspective and the usage of alternative stream IDs would not allow to implement the data channel application logic. That is to explain the use case and requirement for non-transparency of stream IDs. 
3. Provide an example of data channel application business logic computation that uses the stream ID as a parameter.
Contact
In the case of further questions and/or feedback to the published TS.11, these can be directed to Paul Gosden, GSMA Terminals Director [mailto:paul.gosden@gsma.com].

NEXT IMSDCAS MEETINGS: 

IMSDCAS#09 		17th January 2024, Online meeting
IMSDCAS#10		7th February 2024, Online meeting
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