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Comments：
As studied in TR 23.700-04[2], the CN may exposure the data to the OTT Servers. These data are collected by the CN from various UEs which may belong to different Vendors or TACs.  And some vendors or chipsets vendors may have concern to exposure the data of its product(e.g., UE or chipset) to other vendors. The CN needs to consider the concerns of equipment vendors when exposure data to the OTT Servers by verify the vendor ID of AF is in the allowed vendors of  vendors for the request data.
* * * First Change * * * *

6.Y
Solution #Y: Authorization for Exposure of UE Data towards OTT Servers
6.Y.1
Introduction

As studied in TR 23.700-04[2], the CN may exposure the data to the OTT Servers. These data are collected by the CN from various UEs which may belong to different Vendors or TACs.  And some vendors or chipsets vendors may have concern to exposure the data of its product(e.g., UE or chipset) to other vendors. The CN needs to consider the concerns of equipment vendors when exposure data to the OTT Servers by verify the vendor ID of AF is in the allowed vendors of  vendors for the request data.  
6.Y.2
Solution details
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Figure 6.Y.2-1 Authorization for Exposure of UE Data towards OTT Servers
0. The OTT servers register the data exposure concerns to the CN. The data exposure concerns include: UE information(e.g., Vendor ID, TAC) and its allowed vendor list. The OTT server agree to exposure the data collected from the UE in the UE information to the vendor in the allowed vendors.
1. OTT server as the data consumer send data request to the CN, including Vendor ID of the OTT server.

2. The CN determines the data and checks whether the vendor ID of  the data consumer is in the allowed vendor list corresponding to the UE information for the data. 
3. The CN return the requested data to the OTT server.
Editor’s Note: The overall solution alignment is subject to SA2 progress.
Editor’s Note: How the CN NF determines the UE vendor ID of the UE that provided the data is FFS
Editor’s Note: How the CN NF verifies the vendor ID of the OTT server is FFS

Editor’s Note: using vendor ID for authorization is FFS
6.Y.3
Evaluation

TBD
* * * End of Change * * * *
