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Comments
Proposal to add conclusion.	

* * * First Change * * * *
7	Conclusions 
Editor's Note: This clause contains the agreed conclusions that will form the basis for any normative wor
The analysis in this document shows that some assets and threats in TR 33.926 [2] and test cases in TS 33.117[4] are not relevant to GCNP. Some assets, threats and test cases need adaptation. Few new test cases are needed for GCNP. There are some critical assets and security threats specific to generic containerized network products identified in the present document, which can serve as the basis for the SCAS of specific containerized network products. To continue the work, the following way forward is proposed: 
-	for critical assets and threats: it is proposed to capture the threats and critical assets as described in clauses 5.2 and 5.3 specific to containerized network product class in a new 9-series document (to pair with TR 33.926 [2]). 
-	for security requirements and test cases, it is proposed to capture the requirements and corresponding test cases for GCNP as described in clause 6.1 and clause 6.2 in a new document (to pair with TS 33.117 [4]).
Editor’s Note: Conclusions to be revisited and further conclusion is FFS.

* * * End of Changes * * * *

