	
3GPP TSG-SA3 Meeting #126	draft_S3-260968-r1410
Goa, India, 9 - 13 February, 2026

Source:	Huawei, HiSilicon
Title:	Update solution #1.4
Document for:	Approval
Agenda item:	5.2.7
Spec:	3GPP TR 33.777
Version:	0.3.0
Work Item:	FS_Sensing_SEC 

Comments
The specific connection architecture between AF the network can be deduced based on the conclusions for KI #2 and KI#5 in TR 23.700-14:
(KI#2) The Sensing Service authorization consists of two steps:
1)	Authorization of the AF for Sensing Service request is performed by the NEF, if the AF is outside the trusted domain, as defined in TS 33.501 [9];
2)	The Sensing Function (SF) performs authorization of the AF's Sensing Service Request based on the sensing authorization information.
Observation 1: the NEF only involves the authorisation procedure when AF is outside the trusted domain.
(KI#5) SF generates and provides the sensing results for a given sensing service request
-	to the NEF and then NEF using the exposure framework provides the sensing results to the AF or
-	to the AF within the operator trusted domain.
Observation 2: SF interacts directly with AF when AF is within the operator trusted domain.
Based on the observations above, architecture-wise conclusion gives specific connection method between AF and network, that NEF is not involved in the interactions when AF is within the operator trusted domain. Thus this contribution updates the solution #1.4 to align with the architecture-side conclusions.

* * * First Change * * * *
[bookmark: definitions][bookmark: references][bookmark: _Toc214979495]6.1.4 	Solution #1.4: Security of the connection to the Sensing service consumer
[bookmark: _Toc214979496]6.1.4.1	Introduction 
This solution aims to address the security requirements in Key Issue #1. In TR 23.700-14 [2], architecture for sensing services is studied to enable the 3GPP network to support sensing service invocation and revocation from the service consumer.
[bookmark: _Toc214979497]6.1.4.2	Solution details
The Sensing service consumer acts as external Application Function (AF) to interact with the network. Based on the operator deployment, the Sensing service consumer can be considered as either internal AF (i.e. within operator trusted domain) or external AF (i.e. outside operator trusted domain).
If the Sensing service consumer acting as external AF then it only interacts with network via NEF. In this case the security mechanisms in clauses 12 of [5] are reused to provide mutual authentication, authorisation, integrity protection, confidentiality protection and replay protection between Sensing service consumer and the NEF.
For the Sensing service consumer acting as internal AF, it can directly access to network functions (i.e. Sensing Function (SF)). In this case the security mechanisms in clauses 13.1.0, 13.3.2.1 and 13.4 of [5] are reused to provide mutual authentication, mutual authorisation, integrity protection, confidentiality protection and replay protection between Sensing service consumer and the SF.
Editor’s Note: the architecture needs to inline to SA2
[bookmark: _Toc214979498]6.1.4.3	Evaluation
This solution addresses the security requirements of Key Issue#1, by reusing existing security mechanisms between AF and the network. TBD.
Editor’s Note: The scope of the authorisation token is FFS.
* * * End of Changes * * * *
