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Comments
This contribution proposes security requirements for KI#1 in TR 33.758.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc30105]7.21.2	Security threats
Attackers in one PNI-NPN operational domain can forge TEID and infer the TEIDs assigned to PLMN operational domains and other PNI-NPN operational domains and launch further attacks.
[bookmark: _Toc5408]7.31.3	Potential security requirements
TBD.

The 5G system shall support the generation of TEID values with unpredictability for each subsequent session on N9 interface, as specified in TS 29.281 [5] for PGW S5/S8/S2a/S2b interfaces (see 3GPP TS 33.250 [xx]).
NOTE: An example of unpredictable values are random numbers. The realization of unpredictability is left for implementation .
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* * * End of Changes * * * *
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