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Comments
This contribution proposes security requirements for KI#1 in TR 33.758.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc30105]7.21.2	Security threats
Attackers in one PNI-NPN operational domain can forge TEID and infer the TEIDs assigned to PLMN operational domains and other PNI-NPN operational domains and launch further attacks.
[bookmark: _Toc5408]7.31.3	Potential security requirements
TBD.

The 5G system shall support the generation of an unpredictable and independent TEID value for each subsequent session on N9 interface by following the best practices of random bit generation.
Note:  The best practices of random bit generation such as NIST SP 800-90A[x] or other equivalent standards.

* * * End of Changes * * * *
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