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1
Decision/action requested

Approve the pCR below
2
References

3

Rationale

In the 5G system, secondary authentication is used when creating a PDU session that requires additional authentication between the UE and the external data network (DN). In the 5G system, secondary authentication is also been used in NPN scenarios.

4
Detailed proposal
*** BEGIN CHANGES ***
5.5
Security area #5: Subscription Authentication and Authorization
5.5.1
Introduction 

This security area includes the following security aspects related to authentication and authorization between the UE and the 6GS regardless of access type (i.e., 3GPP access and/or non-3GPP access):

Editor’s Note: Whether trusted or untrusted non-3GPP access, or both are in scope is FFS. 
-Authentication, key agreement and authorization between the UE and the 6GS.

Editor’s Note: Examples are FFS

Editor’s Note: Other types of authentication is FFS

-Re-authentication between the UE and the 6GS in different conditions of mobility.

-Subscriber identifier privacy.
-Long term credentials storage and processing

- Authentication between the UE and an external data network (DN).


Editor’s Note: Other aspects are FFS

Editor’s Note: clarification of authorization aspects are FFS

*** END OF CHANGES ***

