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Comments
Add conclusions to KI#3.

* * * First Change * * * *
7.X	Conclusions to Key Issue #3: Security protection for the NR Femto MS
It is agreed to consider the following principles for the normative work:
-	NR Femto MS is deployed inside operator’s domain (accessible on the MNO Intranet via security connection) and connect to the NR Femto via SeGW.
-	The SeGW hide the 5G NR Femto Management System server topology so that the 5G NR Femto Management System server address information (such as IP addresses and port etc.) are not inadvertently exposed to the 5G NR Femto nodes. The 5G NR Femto Management System server topology is not directly exposed to the 5G NR Femto nodes.
NOTE:	It is assumed that NR Femto GW is integrated with SeGW. Whether the topology hiding function is provide by NR Femto GW or SeGW is left to implementation.
* * * End of Changes * * * *

