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Comments
An evaluation of MIKEY-SAKKE Identity-Based Crypto is needed.

* * * First Change * * * *
[bookmark: _Toc215135182]7.2.2.1.3		Evaluation
Editor’s Note: This clause is FFS.
Traditional Identity-Based Encryption (e.g. MIKEY-SAKKE) cannot meet PQC requirements for security and implementation and has no solution nor roadmap to do so.  Note that identity-based encryption is not applicable to the core cellular network and therefore this shortcoming has no impact to the PQC needs of the core network.
It does however specifically impact the security of the mission critical application.  With this in mind, a separate and detailed analysis of a suitable replacement or a suitable mitigation strategy for MIKEY-SAKKE for the mission critical application is recommended.  The analysis should take into account the mission critical security architecture and its related security requirements, KPIs, QoS requirements, interfaces, services, and supporting confidentiality protection mechanisms.

* * * Second Change * * * *
[bookmark: _Toc211892428][bookmark: _Toc211951722][bookmark: _Toc215135084]8.X	Conclusions for MIKEY-SAKKE key exchange
It is concluded that PQC transition issue for MIKEY-SAKKE key exchange will not be addressed in the present document.
* * * End of Changes * * * *


