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Comments
Resolution of ENs for solution #10 of SUCI calculation and adding missing references.
- Replaced existing ENs with IND-CCA2 security EN in evaluation
- As the title of section 7.2.1.10.2.3 mentions as Sample Profiles for SUCI calculation, further profiles can be added anytime.

* * * First Change * * * *
[bookmark: _Toc211892485][bookmark: _Toc211951779][bookmark: _Toc211952321]7.2.1.10	Solution #10 to SUCI calculation: SUPI Concealment using Hybrid shared Key
Editor’s Note: Details on KDF inputs are FFS.
Editor's Note: The pros and cons (including security, complexity and efficiency) of combining traditional asymmetric cryptographic algorithms with post-quantum cryptographic algorithms for SUCI calculation is FFS.
Editor’s Note: Why to use an ad-hoc KEM combiner instead of adding a standard KEM combiner is FFS.
Editor’s Note:  Detailed profiles needs to update later including other options.
[bookmark: _Toc211892486][bookmark: _Toc211951780][bookmark: _Toc211952322]7.2.1.10.1	Introduction
Replacing classical cryptography with PQC algorithms at an early stage carries an inherent risk as a first time widespread deployment and more rigorous testing of PQC algorithms may be needed. So it will be beneficial to have it integrated with classical asymmetric cryptography based security mechanisms via a hybrid approach, where both classical asymmetric algorithms and post-quantum algorithms coexist. The main objective of a hybrid shared key generation mechanism is to enable the creation of a secure shared secret that remains protected as long as at least one of its underlying key exchange components remains uncompromised. In case vulnerabilities are found in either type of algorithm, the presence of both classical and post-quantum algorithms in a hybrid setup reduces the impact of potential breaches, providing additional resilience to the overall cryptography.
[bookmark: _Toc211892487][bookmark: _Toc211951781][bookmark: _Toc211952323]7.2.1.10.2	Solution details
[bookmark: _Toc211892488][bookmark: _Toc211951782][bookmark: _Toc211952324]7.2.1.10.2.1 Processing on UE side
The Hybrid shared key generation scheme is implemented such that for computing a fresh SUCI, the UE uses the provisioned EC based public key of the home network, provisioned PQC-based public key of the home network, freshly generated ECC (elliptic curve cryptography) ephemeral public/private key pair and PQC-based key encapsulation mechanism (KEM) according to the parameters provisioned by home network. The processing on UE side is done as mentioned below.
1. UE generates an ephemeral EC public key and an ephemeral EC private key at UE with Elliptical Curve (EC) key generation function.
2. UE generates a first ephemeral shared key (s1) based on the ephemeral EC private key of UE and an EC based home network public key.
3. UE generates a second ephemeral PQC shared key (s2) and an encrypted PQC shared key based on a PQC-based public key associated with the home network using ML-KEM [21aa].
4. UE generates an ephemeral hybrid shared key based on the first ephemeral shared key and the second ephemeral shared key using methods like concatenation.
5. UE generates ephemeral symmetric encryption key and ephemeral MAC key using a KDF function and ephemeral hybrid shared key.
6. UE protects the plaintext block (i.e. SUPI or UE ID), using the encryption key and the MAC key. The final output is the concatenation of the ECC ephemeral public key, the encrypted PQC shared key, the ciphertext value, the MAC tag value.
Figure 7.2.1.10.2-1 illustrates the UE's steps.


Figure 7.2.1.10.2-1: Encryption based on Hybrid shared key generation at UE
Finally, the proposed solution comprises transmitting the encrypted PQC shared key along with the ephemeral public key of UE, the encrypted PQC shared key, the cipher-text value, and the MAC-tag value associated with the subscriber by the UE to a network entity for authenticating the subscriber. The scheme output as defined in TS 23.003 [74] to be updated to scheme output shown in Figure 7.2.X.Y.2-2.


Figure 7.2.1.10.2-2: Scheme output based on Hybrid PQC-based SUPI concealment
NOTE: Ciphertext output from PQC key encapsulation is referred to as encrypted PQC shared key as there is another ciphertext value from step 3 of symmetric encryption, to avoid confusion.
[bookmark: _Toc211892489][bookmark: _Toc211951783][bookmark: _Toc211952325]7.2.1.10.2.2 Processing on home network side
The Hybrid shared key generation scheme is implemented such that for deconcealing a SUCI, the home network uses the received ECC ephemeral public key of the UE, encrypted PQC shared key, EC based private key of the home network and the PQC-based private key of the home network. 
1. Home network (HN) generates a first ephemeral shared key (s1) based on the ephemeral EC public key, received from UE, and an EC based home network private key.
2. HN decapsulates the encrypted PQC shared key, received from UE, to derive the second ephemeral shared key (s2) using ML-KEM [21aa].
3. HN generates an ephemeral hybrid shared key based on the first ephemeral shared key (s1) and the second ephemeral shared key (s2) using methods like concatenation.
4. HN generates ephemeral symmetric encryption key and ephemeral MAC key using a KDF function and ephemeral hybrid shared key.
5. HN verifies the MAC and decrypts the ciphertext to derive the plaintext block (i.e. SUPI or UE ID), using the MAC key and encryption key respectively.
Figure 7.2.1.10.2-3 illustrates the home network's steps.


Figure 7.2.1.10.2-3: Decryption based on Hybrid shared key generation at home network
NOTE: Ciphertext input to PQC key decapsulation is referred to as encrypted PQC shared key as there is another ciphertext value to step 3 of symmetric decryption, to avoid confusion.
[bookmark: _Toc205541840][bookmark: _Toc211892490][bookmark: _Toc211951784][bookmark: _Toc211952326]7.2.1.10.2.3	Sample Profiles for SUCI calculation
Profile C uses Post-Quantum Traditional (PQ/T) hybrid scheme as defined in RFC 9794 [7] which is a multi-algorithm scheme where at least one component algorithm is a post-quantum algorithm and at least one is a traditional algorithm. The traditional algorithm component uses its own standardized processing for key generation (section 6 of RFC 7748 [35]) and shared secret calculation (section 5 of RFC 7748 [35]). The Diffie-Hellman primitive X25519 (section 5 of RFC 7748 [35]) takes two random octet strings as input, decodes them as scalar and coordinate, performs multiplication, and encodes the result as an octet string. The shared secret output octet string from X25519 is used as the input Z in the ECIES KDF (section 3.6.1 of [9]). The post-quantum algorithm component of PQ/T scheme uses ML-KEM as defined in [21aa]. Final shared secret key Z1	is derived from combining Z and shared secret generated from ML-KEM [21aa]. Use the key derivation function KDF to generate keying data K of length enckeylen + icblen + mackeylen octets from Z1 and [SharedInfo1]. As the point compression is not applied for profile C, the prefix rule for compression type defined in [9] section 5.1.3 is not be used in profile C, i.e., there is no prefix for the ephemeral public key of Profile C. 
Profile D uses Post-Quantum Traditional (PQ/T) hybrid scheme as defined in RFC 9794 [7] which is a multi-algorithm scheme where at least one component algorithm is a post-quantum algorithm and at least one is a traditional algorithm. The traditional algorithm component uses point compression to save overhead and use the Elliptic Curve Cofactor Diffie-Hellman Primitive (section 3.3.2 of [9]) to enable future addition of profiles with cofactor h ≠ 1. For curves with cofactor h = 1 the two primitives (section 3.3.1 and 3.3.2 of [9]) are equal. The post-quantum algorithm component of PQ/T scheme uses ML-KEM as defined in [21aa]. Final shared secret key Z1 is derived from combining Z and shared secret generated from ML-KEM [21aa]. Use the key derivation function KDF to generate keying data K of length enckeylen + icblen + mackeylen octets from Z1 and [SharedInfo1].

[bookmark: _Toc211892491][bookmark: _Toc211951785][bookmark: _Toc211952327]7.2.1.10.2.3.1	Profile C (Hybrid 1)
The ME and SIDF implement this profile. The parameters for this profile are the following:
	- 	Identifier											: X25519MLKEM768 (Combining X25519 ECDH with ML-KEM-768)
-	EC domain parameters							: Curve25519 [35]
-	EC Diffie-Hellman primitive					: X25519 [35]
-	point compression								: N/A
- 	ML-KEM parameters							: Level 3 (k, lattice dimension 3)
-	KDF												: ANSI-X9.63-KDF [9]
-	Hash												: SHA-256
-	SharedInfo1										:  (the ephemeral public key octet string – see [9] section 5.1.3) 
- 	Shared secret key Z1								:  Z (see [9] section 5.1.3) || Shared secret field from ML-KEM
-	MAC												: HMAC–SHA-256
-	mackeylen										: 32 octets (256 bits)
-	maclen											: 8 octets (64 bits)
-	SharedInfo2										: the empty string
-	ENC												: AES–256 in CTR mode
-	enckeylen											: 32 octets (256 bits)
-	icblen												: 32 octets (256 bits)
[bookmark: _Toc19634959][bookmark: _Toc26876027][bookmark: _Toc35528795][bookmark: _Toc35533556][bookmark: _Toc45028938][bookmark: _Toc45274603][bookmark: _Toc45275190][bookmark: _Toc51168448][bookmark: _Toc202450277][bookmark: _Toc211892492][bookmark: _Toc211951786][bookmark: _Toc211952328]7.2.1.10.2.3.2	Profile D (Hybrid 2)
The ME and SIDF implement this profile. The parameters for this profile are the following:
	- 	Identifier											: SecP256r1MLKEM768 (Combining secp256r1 ECDH with ML-KEM-768)
-	EC domain parameters							: secp256r1 [10]
-	EC Diffie-Hellman primitive					: Elliptic Curve Cofactor Diffie-Hellman Primitive [9]
-	point compression								: true
- 	ML-KEM parameters							: Level 3 (k, lattice dimension 3)
-	KDF												: ANSI-X9.63-KDF [9]
-	Hash												: SHA-256
-	SharedInfo1										:  (the ephemeral public key octet string– see [9] section 5.1.3) 
- 	Shared secret key Z1								:  Z (see [9] section 5.1.3) || Shared secret field from ML-KEM
-	MAC												: HMAC–SHA-256
-	mackeylen										: 32 octets (256 bits)
-	maclen											: 8 octets (64 bits)
-	SharedInfo2										: the empty string
-	ENC												: AES–256 in CTR mode
-	enckeylen											: 32 octets (256 bits)
-	icblen												: 32 octets (256 bits)

[bookmark: _Toc211892493][bookmark: _Toc211951787][bookmark: _Toc215135149]7.2.1.10.3	Evaluation
The proposed solution is a hybrid approach of combining legacy elliptical cryptography with PQC KEM. It satisfies IND-CPA security (i.e., security against passive eavesdropping attacks) but not IND-CCA2 security (i.e., security against active attacks) as per clause 4.6.3 of SP 800-227 [73].TBD
Editor’s Note: Evaluation on impact of initial access due to increased length of SUCI is ffs.
Editor’s Note: Evaluation on computing overhead of SUCI calculation on both UE and network side is ffs.
Editor’s Note: Whether the solution work for case that user does not update USIM card is ffs.
Editor’s Note: Whether IND-CCA2 security is considered is FFS.
Editor’s Note: Further evaluation is FFS.

* * * End of Changes * * * *
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