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Comments
In 5.21 and A.5 of TR 23.801, 6G data framework is approved as a new Work Task with related key issue #21. The security and privacy aspects of data framework shall be considered, and it proposes a new security area for the data framework.

* * * First Change * * * *
[bookmark: _Toc209957928]4	Security areas and high level security requirements
[bookmark: _Toc214824654][bookmark: _Toc215057316]4.1	Security areas  
Editor's Note: This clause further clarifies the scope of the study by listing the security areas that SA3 is working on. 
This document includes the following security areas: 
1. Security Architecture deals with aspects such as identifying the different security domains and their characteristics, defining the different security functions, etc.
2. RAN security deals with the security aspects of 3GPP access network, e.g., RAN architecture, protocol stack, interfaces, procedures, interaction with UEs.
3. UE to Core Network Security deals with the UE to Core Network communication security. e.g., management of UE and network NAS security contexts, the associated key hierarchy, key derivation and key usage in the 6G System.
4. Core Network Security TBD
5. [bookmark: _Hlk210571792]Subscription Authentication and Authorization deals with different aspects of authentication, authorization and related privacy aspects (i.e. subscriber identifier privacy) for UEs accessing 6G network regardless of access type (i.e., 3GPP access and/or non-3GPP access). 
6. Exposure Security deals with security and privacy aspects of 3GPP network exposure.  
xx. Security and privacy of data framework deals with security and privacy aspects of data framework.
* * * Next Change * * * *
[bookmark: _Toc448754534][bookmark: _Toc209957931]5	Key issues and solutions 
[bookmark: _Toc448754535][bookmark: _Toc209957932][bookmark: OLE_LINK2][bookmark: OLE_LINK4]5.x	Security area #x: Security and privacy of data framework
[bookmark: _Toc448754536][bookmark: _Toc209957933]5.x.1	Introduction 
This security area covers security and privacy aspects of data framework.
The data framework encompasses efficient and scalable data discovery, registration, collection, transfer, labelling/metadata handling, processing, storage, retrieval and exposure for various data within data framework. 
Editor’s Note:	Coordination with SA2 and SA5 is ffs.
The security area is motivated by (i) different data within data framework and (ii) new data handling patterns (e.g., data processing, etc.).
Thus, the security area covers the following aspects: 
· The security and privacy aspects of data framework defined in TR 23.801-01 [4].
Editor’s Note:	Other aspects are ffs.
* * * End of Changes * * * *

