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Comments
This paper aims to conclude the KIs about signal attacks, including active attack and passive attack.

* * * First Change * * * *
[bookmark: definitions][bookmark: _Toc214979532][bookmark: _Toc207652211][bookmark: _Toc207652206][bookmark: _Toc107843135][bookmark: _Toc214979481][bookmark: _Toc214979468][bookmark: _Toc107843136][bookmark: _Toc207652212]7.X	Conclusions for KI#4
Active attack is a general threat applicable to both communications and sensing. To prevent the active signal attack of signal spoofing, the method to send/receive sensing signal (e.g. combination of waveform, carrier frequency, bandwidth, numerology/subcarrier spacing, clock synchorisation, etc) can be unpredictable to external parties, this is left for implementation and no normative work is needed for KI#4.
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7.Y	Conclusions for KI#5
To prevent the passive signal attack, the method to send/receive sensing signal (e.g. combination of waveform, carrier frequency, bandwidth, numerology/subcarrier spacing, clock synchorisation, etc) can be unpredictable to external parties, this is left for implementation and no normative work is needed for KI#5.
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