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Comments
This pCR proposes to conclude KI# 2 in TR 33.777. 
Proposed Changes
* * * Start of Change * * * *
[bookmark: _Toc214979532]7.X	Conclusions for KI#2
For the security protection of sensing data reporting between sensing entity and SF, existing security mechanism is used, e.g., IPsec/ DTLS.
· [bookmark: OLE_LINK4]
· 
Editor’s Note: Which security mechanism is used needs further align with RAN WG3 and SA WG2.
Editor’s Note: The security protection of Sensing control signalling exchanged between SF and sensing entity needs to wait for the conclusions of SA WG2.
For the Authorization of Sensing Entity at Sensing Function, local authorization as defined in clause 13.3.0 of TS 33.501 [5] will be reused.
Editor’s Note: Further conclusion is FFS.
* * * End of Change * * * *
