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Comments
It proposes scope description about TR33.704, based on objective of SID.

* * * First Change * * * *
[bookmark: _Toc214896205][bookmark: _Toc10283]1	Scope
Editor’s Note:This clause defines scope of this study..
Current network security specifications mainly focus on how to protect connections between NFs, but lack consideration of how to provision and manage network security configurations to execute such security protections. It is important to study such abilities for network operators to improve the operational capabilities needed to support the security protection of networks.
This technical report studies the use cases related with on-demand security enabler to protect 3GPP NFs and security configuration consistency co-operation where security configuration provisioning is needed, and will analysis security threats and configuration requirements. With the analysis, potential security requirements will be identified to support the security configuration provisioning and the security functions management for each use case.
NOTE: It is out of scope how the security configurations are generated. It is assumed that generating the security configuration is a precondition  of the use cases. How to achieve such configuration preconditions is not in scope of this study.

* * * End of Changes * * * *

