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Comments
This contribution proposes a new solution for authorization of intermediate UE for Ambient IoT services, which addresses the security requirement of key issue #1.
* * * First Change * * * *
[bookmark: _Toc205543653][bookmark: _Toc211880036]5.Y	Solution #Y: UE Authorization during Intermediate UE selection<Solution Name>
[bookmark: _Toc205543654][bookmark: _Toc211880037]5.Y.1	Introduction
This solution is proposed to address Key Issue #1, supporting the authorization during intermediate UE selection. This solution applies to RRC-based Topology 2.
The authorization of Intermediate UE is based on the UE subscription data stored in the UDM. For AF providing UE reader ID case, the AIoTF interacts with AMF to check the UE authorization. The AMF determines whether the UE is authorized to provide the Ambient IoT service and provides the authorization result to the AIoTF.
This solution assumes that there is no direct interface between AIOTF and UDM, as defined in Figure 7.1.1-2 of TR 23.700-30 [4].
Editor’s Note: Each solution should list the key issues being addressed.
[bookmark: _Toc205543655][bookmark: _Toc211880038]5.Y.2	Solution details


Figure 5.Y.2-1: Intermediate UE Authorization during Intermediate UE selection
1.	The AF sends the Service request to AIoTF via NEF. The Service request may include Ambient IoT device ID, UE Reader ID(s), etc.
2.	Based on the UE Reader ID(s), the AIoTF determines the corresponding AMF and sends the Intermediate UE authorization request. The Intermediate UE authorization request includes the UE Reader ID(s).
3. 	If UE Reader subscription information is not locally stored, the AMF interacts with the UDM to obtain the subscription data. Based on the obtained UE Reader subscription information (locally stored or provided by the UDM), the AMF checks the authorization.
4. 	If the UE Reader subscription information indicates the UE is allowed to operate as a UE Reader, the AMF returns the successful authorization result to the AIoTF. 
5.	The AIoTF can select one authorized Intermediate UE and send the Service request to it via the AMF.
Editor’s Note: Alignment with conclusion in TR 23.700-30 [4] is FFS.
5.Y.3	Evaluation
Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.
* * * End of Changes * * * *
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