	
3GPP TSG-SA3 Meeting #126	S3-260823375
Goa, India, 9 – 13 February 2026														    revision of S3-260375

Source:	Huawei, HiSilicon
Title:	Update to solution#2
Document for:	Approval
Agenda item:	5.2.11
Spec:	3GPP TR 33.714
Version:	0.2.0
Work Item:	FS_AIoT_SEC_Ph2

Comments
This contribution aims to propose new solution on ID privacy protection for DO-A capable AIoT device. The SUCI scheme provides ID privacy protection in the initial registration. To support the DO-A service, the device and AIOTF are required to store the AIoT temporary ID.

* * * First Change * * * *
[bookmark: definitions][bookmark: references][bookmark: _Toc214976943]5.2	Solution #2: Protection of information during AIoT service communication
[bookmark: _Toc214976944]5.2.1	Introduction
This solution addresses key issue#3 on protection of information during AIoT service communication. The solution reuses the security mechanisms for NAS protection from TS 33.501 [9] modulo some simplifications in order to avoid the need for an additional security activation procedure. By comparison to the mechanisms specified in TS 33.369 [8], the solution introduces a security context and the counters for replay protection. This is because the solution assumes that the device may receive multiple successive commands after authentication. The solution assumes also that the AIOTF is the termination point for information protection. 
[bookmark: _Toc214976945]5.2.2	Solution details
It is assumed that following a successful authentication procedure, the device and the network derive a session key called KAIOTF, for example in a similar manner to the procedure in TS 33.369 [8]. The device stores this key as part of the security context until a new authentication run. The authentication procedure is not covered in this solution and is left to other solutions addressing key issue #2. AIOTF is required to maintain security context.
Editor's Note: Unlike Rel-19, whether AIOTF has to maintain security contexts is FFS.
In addition to the session key, both the device and the network maintain a pair of downlink and uplink counters for replay protection similarly to the NAS COUNTs specified in TS 33.501 [9]. The counters are maintained and updated similarly to how it is done for the NAS COUNTs in TS 33.501 [9], i.e., following a successful integrity check.
In order to avoid an additional round trip of message to agree on the security algorithms, the selected ciphering and integrity protection algorithms are indicated in the downlink NAS message (e.g., command request) by the network to the device.  The selected algorithm is maintained in the security context.
Editor’s Note: Whether the indications are included in every command or the first one is FFS.
NOTE: The format of the indications for algorithm selection (e.g., one bit or several bits) can be decided accordingly when the algorithms are decided. 
In order to cater for a potential loss of the NAS response message (e.g., command response), the network keeps including the selected algorithm indications until the successful reception of a NAS response message, in which case the network stores the selected algorithms as part of the security context.
For the protection algorithms, the solution assumes that the AIOTF and device supports one or several of the algorithms specified in Annex D of TS 33.501 [9]. The solution does not take a stand on which and how many algorithms are to be supported. 
The lower level security keys KCommand_enc and KCommand_int are derived from the session key based on the signalled algorithms and are stored as part of the security context both on the device and the network side.
When the security context is available, the DO-A device sends protected uplink NAS message including the DO-A data. The security context can be used for protection of downlink NAS message as well.
[bookmark: _Toc214976946]5.2.3	Evaluation
This solution addresses key issue#3 on protection of information during AIoT service communication. The solution assumes the AIOTF is the termination point for information protection. The device may communicate multiple NAS messages following a successful authentication procedure. 
The device and AIOTF are required to store the security context parameters including a pair of counters, security keys and potentially selected algorithms. On the NAS interface, the solution introduce additional IEs including a MAC tag, a NAS COUNT (e.g., 8 least significant bits).
Editor’s Note: whether the solution aligns with SA2 conclusion is FFS.
TBD
* * * End of 1st Change * * * *
