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Comments
[bookmark: _GoBack]This contribution proposes solution for Key Issue #2 for DO-A capable AoT devices. 

* * * First Change * * * *
[bookmark: _Toc214976937][bookmark: _Toc205543652][bookmark: _Hlk220597547]5.0	Mapping of solutions to key issues
Editor’s Note: This clause captures mapping between key issues and solutions.
Table 5.1-1: Mapping of solutions to key issues
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* * * Next Change * * * *
5.X	Solution #X: AKA-based authentication for DO-A capable AIoT devices 
5.X.1	Introduction
This solution addresses Key Issue #2 for DO-A capable AIoT devices.
5.X.2	Solution details
For DO-A capable AIoT device in public network or PNI-NPN: 5G AKA or EAP-AKA’ authentication procedure specified in clause 6 of TS 33.501 [9] is used to perform the mutual authentication between the DO-A Capable AIoT device and the network. The ADM plays the role of the AUSF/UDM, and the AIoTF plays the role of the SEAF.
For DO-A capable AIoT device in SNPN: 5G AKA, EAP-AKA’, EAP-TLS or any key-generating EAP-method is used to perform the authentication between the DO-A Capable AIoT device and the network, as specified in Annex I of TS 33.501 [9].
Editor's Note: Alignment with SA2 is FFS
Editor's Note: Whether this solution applies for AIoT device type2 is FFS
Editor's Note: How to support the inventory and command procedure is FFS
Editor's Note: The mapping between 5G-AKA and AIoT architecture is FFS
5.X.3	Evaluation
TBD. 


* * * End of Changes * * * *
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