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Comments
This contribution proposes a new key issue on System Information/paging protection for TR 33.801-01.

* * * First Change* * * *
[bookmark: _Toc212013920]5.2.3.y	Key issue #2.y: System Information protection and base station authenticity
5.2.3.y.1	Key issue details

In the current 5G system architecture the Master Information Block (MIB) and System Information Blocks (SIBs), contains parameters for cell selection, initial access, and network camping. The UE typically monitors the SI and performs initial access to transition to connected state to obtain services.  

This key issue is about investigating whether and how to protect against over-the-air attackers who broadcast rogue SI messages or replay previously captured SI.



Editor’s Note: 	Further key issue details are ffs.

5.2.3.y.2	Security threats 










TBD
5.2.3.y.3	Potential security requirements
TBD





5.2.3.y.4	Interim agreements
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#x.y. This may be populated directly or e.g. also when a topic in Area #x gets resolved and a principle is agreed. Where there is consensus, interim agreements pertaining to this key issue (e.g. solution principles descriptions, not specific solutions) should be documented in this clause as soon as possible during the study.
* * * End of Changes * * * *
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