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Comments
The following contribution proposes the evaluation of solution #6

* * * First Change * * * *
6.6	Solution #6: Addressing security of Open Discovery Service API
6.6.1	Introduction 
Open service API introduces the possibility for a requestor of accessing non-sensitive API Information before on-boarding. Due to the publicity of the information, i.e., non-sensitive information, there is no need to authorize the requestor at CCF.
To ensure the correctness of the information provided by CCF to the requestor and the security of the communication, TLS should be used between the two entities. 
6.6.2	Solution details


1. Requestor will initiate a TLS connection with server-side certificate verification, towards CCF.
1. Requestor initiates the open discovery service API request with CCF and retrieves the required information as detailed in TS 23.222 [2].
6.6.3	Evaluation
The solution does not require the implementation of new functionalities. The first and last requirement are addressed by the TLS establishment. Moreover, authorization is not required since no sensitive API information are shared as part of open discover service API procedure, as defined in TS 23.222 [2].
Editor's Note: Whether the API information is allowed to be accessed by any requestor or the API information filtering is also based on the requestor is FFS
Editor's Note: Whether the purpose of information is needed in the access token is ffs.
Editor’s Note: Evaluation is ffs.
* * * End of Changes * * * *
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