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Abstract of document:
This document contains the key issues, solutions and conclusions for the Study on Security for Core Network Enhanced Support for Artificial Intelligence (AI) / Machine Learning (ML) Phase 2. The study investigates security and privacy aspects of standardized data transfer for UE-side model training. The key issues include user consent verification, authentication and authorization of the user plane connection between UE and the Data Collection NF, and the security of data in transit. Furthermore, the report addresses security for the exposure of UE-related data to OTT servers, including mutual authentication, granular authorization, and secure transport between the NEF and OTT/AF.
Changes since last presentation to TSG SA:
This is the first time the document is presented to TSG SA.
Outstanding Issues:
None.
Contentious Issues:
None.

Change history of this document:
1999-11-17: original issue
2007-09-06: removal of references to Working Groups; bring names of TSGs up to date; correction of typo
2015-01-06: adds tdoc header & removes redundant information below
