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Abstract of document:
The present document has the following objectives:
· Identify and study the authentication and authorization aspects for AIMLE services specified in TS 23.482. 
· Study the solutions to address the identified scenarios to support AIMLE service security.
Further the study includes 2 Key issues, i.e., 1. Authorization for AIMLE Service Security for AIML members and 2. Secure AIMLE ML Model Access. Further the related solutions and conclusions were captured respectively.
Changes since last presentation to TSG SA#111:
None as this is the first presentation
Outstanding Issues:
In SA6 TR 23.700-83, the Key Issues #1 and #5 related conclusions are yet to be completed, so SA3 TR 33.786 has an Editor’s Note to align with SA6 conclusions when availableNone.
Contentious Issues:
None.
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