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Comments
This pCR proposes conclusion for key issue#1 and key issue#2 in TR 33.786.

[bookmark: _Toc215157092][bookmark: _Toc212013902]* * * First Change * * * *
[bookmark: _Toc528155248][bookmark: _Toc102752622][bookmark: _Toc205553960][bookmark: _Toc215157100]7	Conclusions
[bookmark: _Toc92180361][bookmark: _Toc92805088][bookmark: _Toc215157101][bookmark: _Toc102752623][bookmark: _Toc205553961]7.1	Key Issue #1: Authorization for AIMLE Service Security for AIML members
Editor’s Note: This clause contains the agreed conclusions for Key Issue #1.

For any interaction between AIMLE clients and the AIMLE server, the AIMLE client is provided with the access token by the SIM-S as specified in 5.2 of clause 33.434 [2]. 
For any interaction between VAL server and AIMLE server , the mechanisms defined in  TS 33.434 [2] are applicable. 
The security aspects for any interaction between AIMLE server and ML repository (e.g., FL member registration) if any is up to normative discussion.
For any interaction between AIMLE client/server towards AIMLE client, the authorization aspects (if any) can be described during normative work.
Additionally, the details of authorization based on the AIMLE specific requested parameters can be described during normative work.




[bookmark: _Toc215157102]
7.2	Key Issue #2: Secure AIMLE ML Model Access
Editor’s Note: This clause contains the agreed conclusions for Key Issue #2.
The conclusion for key issue#2 follows same principles as described in clause 7.1.
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