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Comments
This pCR addresses ENs in solution#5.
Editor’s Note: Clarification on interaction between VAL server and AIMLE server is FFS.
The above EN is addressed by adding more details on the scenario when CAPIF is supported.
Editor’s Note: Who performs the role of Authorization Server is FFS.
Editor’s Note: Further details on how the solution addresses the overall scope of AIMLE procedures between AIMLE members (FL members) related to KI#1 is FFS.
From TS 33.434, it is clear that SIM-Server acts as the authorization server when SEAL is used and CCF acts as authorization server when CAPIF is used.
The existing procedures as described in this solution is applicable for all AIMLE procedures between FL members (AIMLE or VAL server or AIMLE clients).
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6.5	Solution #5: FL member authorization for AIMLE services
[bookmark: _Toc215157093]6.5.1	Introduction
As specified in TS 23.482 [3], the FL members consuming the AIMLE services are AIMLE or VAL server or VAL clients. There are several procedures defined such as ML model retrieval, ML model training, FL member registration, event subscription, AIMLE client registration/discovery/selection/participation so on.
As most of the interaction is between AIMLE client to AIMLE server or VAL server to AIMLE server, it is proposed to re-use the SEAL and VAL service authorization procedure as specified in TS 33.434 [2].
[bookmark: _Toc215157094]6.5.2	Solution details
For any interaction between AIMLE clients and the AIMLE server, the AIMLE client is provided with the access token by the SIM-S as specified in 5.2 of clause 33.434 [2].
For any interaction between VAL server and AIMLE server (e.g., model training), the VAL server is provisioned with an access token by out of band means which is scoped for accessing AIMLE server same as defined for VAL server accessing SEAL key management services in clause 5.3 of TS 33.434 [2].
If CAPIF is used as specified in TS 23.482 [2], the security mechanism for CAPIF specified in TS 33.122 [a] is applicable. The VAL server and AIMLE server takes the role of API invoker and AEF. Authentication and authorization specified in clause 6.5.3 of TS 33.122 [a] is followed for authentication and authorization between VAL server and AIMLE server.
[bookmark: _Hlk220312965]Editor’s Note: Clarification on interaction between VAL server and AIMLE server is FFS.
For any interaction between VAL server or AIMLE server and ML repository (e.g., FL member registration), the VAL server or AIMLE server is provisioned with an access token by out of band means which is scoped for accessing ML repository same as defined for VAL server accessing SEAL key management services in clause 5.3 of TS 33.434 [2].
For the procedures like AIMLE client selection/participation or FL member (AIMLE clients) grouping, the AIMLE client is already registered towards ML repository/AIMLE server through SEAL service authorization as specified in 5.2 of clause 33.434 [2], no additional authorization procedure is required.
[bookmark: _Hlk220313042]Editor’s Note: Who performs the role of Authorization Server is FFS.
Editor’s Note: Further details on how the solution addresses the overall scope of AIMLE procedures between AIMLE members (FL members) related to KI#1 is FFS.
[bookmark: _Toc215157095]6.5.3	Evaluation
This solution addresses the requirements for key issue#1 and key issue#2 by re-using existing mechanisms specified in TS 33.434 [2] and TS 33.122 [a].
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