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Comments
The specific connection architecture between AF the network can be deduced based on the conclusions for KI #2 and KI#5 in TR 23.700-14:
(KI#2) The Sensing Service authorization consists of two steps:
1)	Authorization of the AF for Sensing Service request is performed by the NEF, if the AF is outside the trusted domain, as defined in TS 33.501 [9];
2)	The Sensing Function (SF) performs authorization of the AF's Sensing Service Request based on the sensing authorization information.
Observation 1: the NEF only involves the authorisation procedure when AF is outside the trusted domain.
(KI#5) SF generates and provides the sensing results for a given sensing service request
-	to the NEF and then NEF using the exposure framework provides the sensing results to the AF or
-	to the AF within the operator trusted domain.
Observation 2: SF interacts directly with AF when AF is within the operator trusted domain.
Based on the observations above, architecture-wise conclusion gives specific connection method between AF and network, that NEF is not involved in the interactions when AF is within the operator trusted domain. Thus this contribution updates the conclusion of KI#1 to align with the architecture-side conclusions.

* * * First Change * * * *
[bookmark: definitions][bookmark: _Toc214979532][bookmark: _Toc214979481][bookmark: _Toc207652206][bookmark: _Toc107843135][bookmark: _Toc207652211][bookmark: _Toc214979468][bookmark: _Toc107843136][bookmark: _Toc207652212]7.X	Conclusions for KI#1
If the sensing service consumer is the third-party AF, already existing security mechanisms in clause 12 of TS 33.501 [5] are reused to provide mutual authentication, authorisation, integrity protection, confidentiality protection and replay protection between sensing service consumer and the NEF.
NOTE: 	third-party AF, as defined in TS 33.501, corresponds to the AF outside the trusted domain in section 7.2 of TR 23.700-14.
If the sensing service consumer is the internal AF (i.e. within operator trusted domain), existing security mechanisms in clause 13.1.0, 13.3.2.1 and 13.4 of TS 33.501 [5] are reused to provide mutual authentication, authorisation, integrity protection, confidentiality protection and replay protection between sensing service consumer and the SF. 

The enhanced token scope is used for consumer token-based authorisation. Actual IEs of the token will be added in normative phase.
 
Editor’s Note: Further conclusion is FFS.
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