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Start of Change

[bookmark: _Toc219380992]6.1.3	Nadm_SecAuthentication_Get service operation 
Service operation name: Nadm_SecAuthentication_Get.
Description: Requester NF gets the authentication data from ADM.
Input, Required: RANDAIOT_d(s), RANDAIOT_n, AIoT Device Permanent Identifier or filtering information. 
Input, Optional: AIoT Device Permanent Identifier or filtering informationNone. 
Output, Required: XRESAIOT(s).
Output, Optional: AIoT Device Permanent Identifier(s) .


End of Change
