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Comments
This contribution proposes evaluation of solution #10 in TR 33.703. 

* * * First Change * * * *
[bookmark: _Toc211892476][bookmark: _Toc211951770][bookmark: _Toc211952312]7.2.1.10.3	Evaluation
TBD
This solution does not include the ephemeral public key and the PQC ciphertext in the inputs of the KDF, which conflicts with IND-CCA2 (Indistinguishability under adaptive Chosen-Ciphertext Attack) security. 

[bookmark: _Hlk213346011][bookmark: _GoBack]Editor’s Note: Further evaluation on whether additional inputs to KDF required to make IND-CCA2 security is FFS.

* * * End of Changes * * * *

