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1	Overall description
SA3 thanks RAN2 for the question regarding security parameters in the paging message.
SA3 provides the following answers:
· Question 1: Whether the 128 bits security parameter has to be included in every paging message? 
· Answer 1: Some companies proposed an update to the current specification, but there was no consensus for the change in SA3. Therefore, according to the current Thespecification, the RANDAIOT_n in the R2D paging message, and RESAIOT and RANDAIOT_d in the D2R message, are security parameters used during authentication of the device. As device authentication is mandatory, the parameters always need to be included in the paging request and reply.
2	Actions
To RAN2
ACTION: 	SA3 kindly asks RAN2 to take the answer into account
3	Dates of next TSG SA WG 3 meetings
SA3#126	9 – 13 February 2026		India (TBD)
SA3#127	13 – 17 April 2026		Malta, MT

