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Comments
This contribution proposes solution for Key Issue #4 on AIoT device ID protection in DO-A procedure. 

* * * First Change * * * *
[bookmark: _Toc205543652][bookmark: _Toc211880035]5.1	Mapping of solutions to key issues
Editor’s Note: This clause captures mapping between key issues and solutions.
Table 5.1-1: Mapping of solutions to key issues
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[bookmark: _Toc205543653][bookmark: _Toc211880036]
* * * Next Change * * * *
5.Y	Solution #X: SUCI
5.X.1	Introduction
This solution addresses Key Issue #4 and applies to topology 1 and topology 2.
5.X.2	Solution details
This solution proposes the use of SUCI (Subscription Concealed Identifier), as specified in TS 33.501 [X], to protect the AIoT device permanent ID. The SUCI is calculated with non-null scheme. 
[bookmark: _Hlk214576725]Editor’s note: how to protect AIoT device permanent ID in SNPN is FFS
Editor’s note: Whether AIoT devices have capability to perform SUCI calculation is FFS

5.X.3	Evaluation
This solution addresses Key Issue #4 thanks to ID protection mechanism already specified in TS 33.501 [X]. 
The possibility to perform SUCI calculation depends on AIoT device capability. 
[bookmark: _Hlk213346011]Editor’s Note: Further evaluation is FFS.

* * * Next Change * * * *
[bookmark: _Toc211880008]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 23-700-13: "Study on Architecture Support of Ambient power-enabled Internet of Things".
[3]	3GPP TR 38.848: "Technical Specification Group Radio Access Network; Study on Ambient IoT (Internet of Things) in RAN".
[4]	3GPP TR 23700-30: "Study on Architecture support of Ambient power-enabled Internet of Things (AIoT); Phase 2".
[5]					3GPP TR 38.769: "Study on solutions for Ambient IoT (Internet of Things) in NR".
[6]	3GPP TS 22.369: "Service Requirements for ambient power-enabled IoT".
[7]	3GPP TS 23.369: "Architecture support for Ambient power-enabled Internet of Things; Stage 2".
[8]	3GPP TS 33.369: "Security aspects of Ambient Internet of Things (AIoT) services for isolated private networks".
[X]	3GPP TS 33.501: "Security architecture and procedures for 5G system".

* * * End of Changes * * * *
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