	
3GPP TSG-SA3 Meeting #125															draft_S3-2541424690-r1
Dallas, US, 17 – 21 November 2025
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	33.926
	CR
	DraftCR
	rev
	-
	Current version:
	19.4.0
	

	

	[bookmark: _Hlt497126619]For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Critical assets for SCAS_NR_Femto

	
	

	Source to WG:
	ZTE Corporation, CMCC

	Source to TSG:
	S3

	
	

	Work item code:
	SCAS_NR_Femto
	
	Date:
	2025-11-10

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-20

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Add critical assets for SCAS_NR_Femto.

	
	

	Summary of change:
	Add critical assets for SCAS_NR_Femto.

	
	

	Consequences if not approved:
	Incomplete specifications

	
	

	Clauses affected:
	X.X2.X1(new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


* * * First Change * * * *
X.2	Assets and threats specific to the NR Femto
X.2.1	Critical assets
In addition to the critical assets of a GNP described in clause 5.2 of the present document, the critical assets specific to the NR Femto to be protected are:
-	NR Femto Application
-	Mobility Management data: e.g. subscriber's identities (e.g. SUCI, GUTI), subscriber keys (i.e. KUPenc, KUPint,  KRRCenc, KRRCint, NH), authentication parameters, APN name, data related to mobility management like UE measurements, UE's IP address, etc., QoS and so on, etc. 
-	IMSI in Hosting Party Module.
-	user plane data
-	The interfaces of NR Femto whose data needs to be protected and which are within SCAS scope: 
-	N2 interface
-	Xn interface
-	N3 interface
-	Uu interface
-	N4 interface (interface between local UPF and SMF)
-	N9 interface (interface between local UPF and centrally deployed UPF)
-	Console interface, for local access: local interface on NR Femto
-	NR Femto Software: binary code or executable code 
* * * End of Changes * * * *


