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Comments
At SA3#124, an EN to be FFS was converted into a NOTE indicating the separation of the delivery of security related events is left for implementation.
This note makes impossible the harmonized behaviour of the different functions in a particular deployment and the interoperability expected from the 3GPP specifications in a multivendor environment. It is understood that the separation may not be applicable in certain regions or regulations, but it is a fact in other regulations and a necessity in certain operators deployments..
This pCR attempts to modify the note to avoid letting implementations decide how to separate the delivery of security related events, and instead address the need to separate it depending on regional needs while stage 3 work will decide how to do it.

* * * First Change * * * *
[bookmark: _Toc207788095][bookmark: _Toc207788085]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
Editor’s Note: All instances of stage 3 protocol design will be replaced with a reference to the TS number when available




* * * Next Change * * * *
5.4	Requirements on delivery of security related events
The delivery of security related events shall be protected against unauthorized parties. Mutual authentication shall be supported between the end entities of such a delivery.
The delivery of security related events shall be confidentiality, integrity and replay protected.
The delivery of the security related events should be separate from other 5G system traffic.
NOTE: The separation of the delivery depends on regional constraints and/or operator needs. How the separation is achieved is part of the stage 3 work.How this separation is done is left to implementation.

* * * End of Changes * * * *

