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Comments
This contribution proposes overview and assumption in clause 4. 

* * * First Change * * * *
[bookmark: _Toc211866785][bookmark: _Toc211867865]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 35.240 Specification of the Snow 5G based 256-bits algorithm set: specification of the 256-NEA4 encryption, the 256-NIA4 integrity, and the 256-NCA4 authenticated encryption algorithm for 5G; Document 1: algorithm specification
[3]	3GPP TS 35.243 Specification of the AES based 256-bits algorithm set: Specification of the 256-NEA5 encryption, the 256-NIA5 integrity, and the 256-NCA5 authenticated encryption algorithm for 5G; Document 1: algorithm specification
[4]	3GPP TS 35.246 Specification of the ZUC based 256-bits algorithm set: Specification of the 256-NEA6 encryption, the 256-NIA6 integrity, and the 256-NCA6 authenticated encryption algorithm for 5G; Document 1: algorithm specification
[5]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[6]	RFC 5116, “Authenticated Encryption with Associated Data”
[aa]	3GPP TR 33.801-01: “Study on Security for the 6G System”.
* * * Second Change * * * *
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Editor’s Note: This clause gives a brief explanation for background information of this SID, e.g. security assumption, existing algorithm specifications and a brief description of AEAD.
The solution of present document does not cover architecture dependent procedure aspects, such as Xn handover, but will cover architecture independent procedure, such as NAS and AS SMC. Therefore, the objective of present document is to conclude general solutions to enable AEAD support algorithms in NAS and AS. Based on the conclusion made in this document (e.g., enhancement for NAS SMC or AS SMC and interface for AEAD algorithms), TR 33.801-01 [aa] can develop AEAD related solutions for SA/RAN dependent procedure in its security areas, e.g. develop solutions in key issue security algorithm negotiation in security areas of RAN security or UE to Core Network Security.

One of the main issues in the consideration of supporting AEAD algorithms is whether to use AEAD only or AEAD-standalone co-existence. The discussion on pros and cons for choosing AEAD only or AEAD-standalone co-existenceis expected after analysing different aspects.
Editor’s Note:	Definition for AEAD-standalone co-existence is ffs.

* * * End of Changes * * * *
