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Comments
In Security area #3 of TR 33.801-01, it uses the term "access-agnostic authentication ". 
Ther term “access agnostic authentication" is intended to cover authentication over different access networks in 6G. However, it may be mis-interpreted as that 6G primary authentication method will be access agnostic (e.g., using only EAP-based method). This is not the case since there may be a 6G primary authentication method (e.g., 6G-AKA) that is not access agnostic. 
To avoid potential misunderstanding, it is proposed to replace the term “access agnostic” with “3GPP and non-3GPP access”, the term used by SA2 6G SID. 

* * * 1st Change * * * *
[bookmark: _Toc212013895][bookmark: _Toc212013916]4.1	Security areas  
Editor's Note: This clause further clarifies the scope of the study by listing the security areas that SA3 is working on. 
This document includes the following security areas: 
1. UE to Core Network Security deals with the UE to Core Network communication security. e.g., management of UE and network NAS security contexts, the associated key hierarchy, key derivation and key usage in the 6G System.
2. RAN security deals with the security aspects of 3GPP access network, e.g., RAN architecture, protocol stack, interfaces, procedures, interaction with UEs.
3. [bookmark: _Hlk210571792]Subscription Authentication and Authorization deals with different aspects of access-agnostic authentication, authorization and related privacy aspects (i.e. subscriber identifier privacy) for UEs accessing 6G network over both 3GPP and non-3GPP accesses. 

* * * End of 1st Change * * * *



* * * 2nd Change * * * *
5.3	Security area #3: Subscription Authentication and Authorization
[bookmark: _Toc212013917]5.3.1	Introduction 
This security area includes the following security aspects related to access-agnostic authentication and authorization between the UE and the 6GS over both 3GPP and non-3GPP accesses:
Editor’s Note: Whether trusted, untrusted, or both are in scope is FFS. 
-Authentication, key agreement and authorization between the UE and the 6GS.
Editor’s Note: Examples are FFS
Editor’s Note: Other types of authentication is FFS
-Re-authentication between the UE and the 6GS in different conditions of mobility.
-Subscriber identifier privacy.
-Long term credentials storage and processing
Editor’s Note: Other aspects are FFS
Editor’s Note: clarification of authorization aspects are FFS


* * * End of 2nd Changes * * * *

