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Comments
Sensing defined in this release is considering monostatic gNB based sensing. However, this alone does not prevent an attacker to use the signal sent by the gNB for sensing with its own sensing receiver node.

* * * Begin Change * * * *
[bookmark: _Toc197526068]5.x	Key issue on unauthorized passive sensing
5.x.1	Key Issue Description
The sensing mode considered in the present document is a collocated sensing transmitter and receiver. However, the sensing signal sent by the sensing transmitter is not only reflected to the collocated sensing receiver, but also attenuated and scattered in all directions. Therefore, it can be possible for an attacker to set up a sensing receiver that is not collocated with the sensing transmitter, thus allowing the attacker to perform it's own sensing. The difference with an attacker performing monostatic sensing on its own is that the attacker doesn't need to become active, thus minimizing the risk of being detected. In addition, the sensing transmitter of the operator's sensing infrastructure may be in a better location, i.e. higher up or closer to the target object.
Editor's note: Feasibility of the attack is FFS
[bookmark: _Toc197526070]5.x.2	Threats
There is a threat that the sensing signals transmitted by the operator's sensing infrastructure are misused by an attacker for unauthorized sensing.
Editor's note: threat description is FFS
[bookmark: _Toc197526071]5.x.3	Potential requirements 
The sensing system shall ensure sensing signals sent by the operator's sensing infrastructure can't be used by an attacker for unauthorized sensing.
Editor's note: requirements are FFS.
Editor's note: coordination with RAN1 is FFS. 

* * * End of Changes * * * *




