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Comments
As sensing UAVs is mission critical, it is imperative that the sensing result reflects reality, i.e. the if the result returns the presence of an UAV at a certain location, there is in fact a UAV, and likewise, if the result says that there is no UAV, then this area is in fact clear.

* * * Begin Change * * * *
[bookmark: _Toc197526068]5.x	Key issue on active attacks in sensing
5.x.1	Key Issue Description
One of the use cases for sensing technology is detection of aerial objects. In order to be useful, the result has to be reliable, ie. report an aerial object when there is one, and report empty airspace only when the airspace is in fact empty.
During the sensing operation, an attacker could generate a radio signal that would confuse the receiving sensing node into determining that there is a aerial objects at a location where there is none (e.g by sending a signal that exhibits the typical micro-Doppler shift typical for UAV rotors), or into determining that there is no aerial object where in fact there is one (e.g. by generating noise such that the response by a real aerial object is drowned out, or perceived to come from a different location). 
Editor's note: feasibility of the attack is FFS
[bookmark: _Toc197526070]5.x.2	Threats
 where there is none.
.
 use cases.
Editor's note:  threat description is FFS
[bookmark: _Toc197526071]5.x.3	Requirements 
Editor's note: Requirements are FFS
Editor's note: Coordination with RAN1 is FFS
The sensing system shall ensure reliability of the sensing result in the presence of an active attacker.

* * * End of Changes * * * *




