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Comments
This contribution proposes to add evaluation for solution #2.1.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc211859914]6.2.1	Solution #2.1: Security for sensing service operation
[bookmark: _Toc211859915]6.2.1.1	Introduction
This solution addresses the following requirement of Key Issue #2: Security protection for sensing service operations:. “The 5G system shall be able to support integrity protection, confidentiality protection and replay protection for the connection between sensing entity and SF.”


[bookmark: _Toc211859916]6.2.1.2	Solution details
The solution proposes a security mechanism to secure the connection between the sensing entity and SF.
For the interface between the sensing entities and SF, the communication between the sensing entity and the SF is secured by the NDS/IP security procedures specified in TS 33.210 [7].
Editor’s Note: Whether the SF is implemented as a single NF or is split into separate NFs is to be aligned with SA2.
Editor’s Note: Whether using direct connection between sensing function and sensing entity for control sensing operation and report sensing data needs to align with SA WG2.

[bookmark: _Toc211859917]6.2.1.3	Evaluation
This solution addresses the following requirement of Key Issue #2: Security protection for sensing service operations: “The 5G system shall be able to support integrity protection, confidentiality protection and replay protection for the connection between sensing entity and SF.”
This solution is based on the assumption that there is a direct connection between SF and sensing entity for control sensing operation and report sensing data.
This solution reuses existing mechanism to secure the communication between sensing entity and SF. No new mechanism is introduced.TBD


* * * End of Changes * * * *

