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1	Decision/action requested
This document adds an evaluation to solution #1.6..
2	References
[1]	3GPP TS 33.777 “Study on Security and Privacy Aspects of Integrated Sensing and Communication”
3	Rationale
This contribution adds an evaluation to solution #1.6.
4	Detailed proposal


Begin of Changes

[bookmark: _Toc211859908]6.1.6.3	Evaluation
Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.
This solution fullfills the potential security requirements of key issue #1: 
Sensing Service Consumer (AF) authentication and auhtorization at the NEF as well as integrity protection, confidentiality protection and replay protection for the communication between sensing service consumer and NEF is performed according to TS 33.501. 
The sensing service request from a sensing service consumer is authorized by the Sensing Function according to TS 23.700-14.
Editor’s Note: Whether the solution fulfills all SA2 use cases is FFS.
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