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Comments
This contribution aims to update the scope of TR 33.777 to align with SA WG2.

* * * First Change * * * *
[bookmark: definitions][bookmark: _Toc107843136][bookmark: _Toc207652212]1	Scope
The present document investigates and identifies the security threats, requirements and potential solution for Integrated Sensing and Communication (ISAC). Based on the architecture and system level enhancements studied in TR 23.700-14 [2], the work in this document focuses on the security and privacy aspects of gNB-based mono-static sensing mode for UAV aerial (e.g. drone) sensing target use cases.
The aerialUAV sensing target uses cases defined by TS 22.137 [3] and TR 22.837 [4] serve either the purpose of public safety, or as requested by the management entity (UAV management department, USS or UTM), without the necessity to identify the object.
Specifically, the present document covers the following: 
-	The identified key issues, threats, potential requirements and solutions for security protection during the service operations and procedures supporting Sensing services;
-	The identified key issues, threats, potential requirements and solutions for protecting privacy for sensing data collection, sensing data processing, and sensing data exposure.
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