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Comments
[bookmark: _Hlk210233238]It is proposed to update solution#3 to address the EN and add evaluation. 

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc211796236][bookmark: _Toc211796469][bookmark: _Toc211853501]6.4	Solution #3: Security of connection between UE and Data Collection NF
[bookmark: _Toc211796237][bookmark: _Toc211796470][bookmark: _Toc211853502]6.4.1	Introduction
This solution address KI#1 Security of UE connection setup with Data Collection NF by reusing the existing TLS based mechanism.
[bookmark: _Toc211796238][bookmark: _Toc211796471][bookmark: _Toc211853503]6.4.2	Solution details
The UE establishes the user plane connection to the Data Collection NF, to protect the interface, the TLS based mechanism is supported. AKMA specified in TS 33.535 [x] or GBA specified in TS 33.220[y] could be reused to secure the end to end connection between the UE and the Data collection NF. The Data collection NF takes the role of AF in case AKMA is used, or NAF in case GBA is used. 
Editor’s Note: How to perform AKMA is FFS.  
Editor’s Note: DCF acting as an AF and its role is subject to the SA2 progress.
Editor's note: The detail of the TLS based mechanism is FFS.
[bookmark: _Toc211796239][bookmark: _Toc211796472][bookmark: _Toc211853504]6.4.3	Evaluation
Editor's note: Evaluation is FFS.
[bookmark: _GoBack]TBA.

* * * End of Change * * * *
