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Comments
This contribution proposes a new solution for TR 33.785 KI#2.
* * * First Change * * * *
6.Y	Solution #Y: Secure mechanism for NEF and OTT/AF interaction
6.Y.1	Introduction
Editor’s Note: Each solution should list the key issues being addressedThis solution addresses KI#2.
Specifically, existing mechanisms defined in TS 33.501 [3] are reused to address the issue.
6.Y.2	Solution details
TLS based mechanism defined in clause 12.2 of TS 33.501 [3] is reused for mutual authentication between the NEF and the OTT/AF servers handling UE-related data. 
Authorization mechanism defined in clause 12.4 or 12.5 of TS 33.501 [3] is reused for authorizing services related to exposure of UE-related data to the OTT server.
Editor’s Note: Authorization part is FFS.
TLS based mechanism defined in clause 12.3 of TS 33.501[3] is reused for protecting UE-related data transferred between the NEF and the OTT/AF servers handling UE-related data. 
6.Y.3	Evaluation
Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.
Existing TLS based mechanism defined in clause 12 of TS 33.501 [3] can be reused for mutual authentication and communication protection between NEF and the OTT/AF servers handling UE-related data. 
Editor’s Note: Further evaluation is FFS.

* * * End of Changes * * * *
